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Infrastructure should support:

· Geographically distributed environment with both varied usage, management and administration policies across organizations and government/civil policies that need to be honored and managed.

· A high level of security and management of multiple security infrastructures.

· Heterogeneous platforms and varied hosting environments

· A global, cross-organizational and consistent view of resources and assets for project and fiscal planning 

· Usage models that provide batch and interactive access to resources. 

· Applications that can be single process, multi-process (local and distributed) and flows (i.e. multiple applications stitched together with intermediate processing and automated provisioning for data and/or resources).

· Support to enable, manage and monitor data usage (spatially, temporally and quantity (for example: disk space management), email management).

· Automated provisioning to meet peak demand. For example: bring more Web servers on line as demand exceeds a threshold. Permit multi-use environment that can be flexibly transitioned to the different tasks as required.

· Need to optimize resource usage while meeting cost targets (i.e. deal with finite resources). Mechanism to manage conflicting demands from various organizations, groups, projects and users and implementing a fair sharing of resource and access to grid.

· Need an environment that can represent policy at multiple stages in the hierarchies to automate the policies that are implemented as organizational processes or managed manually.

· Need a high degree of fault-tolerant environment (fail-over, redistribution of load). 

· The self-healing capabilities of resources, services and systems are required. Significant manual effort should not be required to monitor, diagnose and repair faults. Ability to integrate intelligent self-aware hardware such as disks, networking devices etc.

· Need strong monitoring the environment for defects and ability to identify misuses including virus/worm attacks. Ability to migrate attacks away from critical areas.

· Mechanisms to self-organize and self-describe so that configuration of the environment is manageable. (System should automatically manage low level configuration based on administrator set higher-level configurations and management. Reduce personnel headcount)

· Be able to “codify” and “automate” the normal practices used to manage the environment.

· A requirements definition language or schema to specify and identify resources. 

· SLA or contract violations by all available parties should be tracked and flagged.

· Applications and schemas for metering, auditing and billing.

Since the scenarios for IT infrastructure and management are many, a couple of possible scenarios are chosen for a first/initial set of capabilities determination. More such scenarios can be added in future. The two chosen are:

1. Cycle sharing and job execution (batch and interactive)

2. Provisioning (OS selection, software distribution (on-demand) to satisfy license requirements, apps availability, create Web service example, convert the capabilities and primary focus, limits that are triggered). Will focus specifically on software distribution

Table 1: Typical scenario for cycle sharing in the grid

	Seq.

No.
	Operations
	Key Capabilities
	OGSA Service Mapping

	1. 
	User submits job; job specifies a type and set of resources
	Discovery: Discover the queue to submit to

Authentication: System authenticates the user

Authorization: Queue manager validate authority of user to queue job

Resource specification Language: to specify the resources

Fault Tolerance: Faults in locating queue, transmission errors, automated routing.

Encryption: Encrypt the communication at the very least the payload
	Services

· Registry

· Authentication

· Authorization

Schemas, Protocols

· Resource Specification Language or Framework

Horizontal capabilities (required in all participating services)

· Fault tolerance

· Encryption

	2. 
	Job is queued
	Queue: To store the job

Notification/Messaging: Status of submission communicated to “user”

Logging: log status
	Services

· Generalized Queuing

· Notification

· Messaging services (reliable delivery)

· Logging

Schemas, Protocols

· Event schema

· Message schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

· Encryption

	3. 
	Job is scheduled
	Resource selection: Resources matching requirements are determined

Brokering and arbitration: Multiple requests for resources and managed and conflicts resolved using defined policy.

Scheduler: matches job to resources 

Reservation: All resource determined are reserved

Data staging and provisioning: Ensure that data required for computation is available in the highest performance repository. Data storage space for temporary of storage of intermediate computation made available.

Logging: log status
	Services

· Registry

· Resource selector

· Broker

· Reservation

· Scheduler

· Common Resource Model services

· Data management services

· Logging services

Schemas, Protocols

· Policy schema

· Resource specification

· Resource description

· Reservation

Horizontal capabilities (required in all participating services)

· Policy framework

· Fault tolerance

· Encryption

	4. 
	Job dispatched to “consume” the resources and begins execution
	Hosting environment: Ensure that hosting environment is available and initialized.

Validate user and enable execution environment: 

Staging: Make sure that all entities for job execution available (app, data, credentials, authority)

Data Migration: Data is migrated to the hosting environment that will execute the job (or made available in or via a high performance infrastructure)

Fault tolerance: Ensure that collaterals available. Handle exceptions. 

Monitoring: Reporting job status and resource consumption

Quota management: Watch and manage the resource consumption of job. Enforces SLA or contract between consumer and provider.


	Services

· Registry

· Authentication

· Authorization

· Caching services

· Data services

· Hosting services (or provisioning services)

· SLA manager

Schemas, Protocols

· SLA schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

· 

	5. 
	Job executes
	Hosting environment: Job executes in environment

Single application: Standard execution profile

Flow i.e. multiple applications: Many applications can be wrapped in scripts or process that requires licenses and other resource from multiple sources. Applications co-ordinate using the file system or based on events.


	Services

· Services co-ordination

· Data grids

Schemas, Protocols

· Event schema

· Logging schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

	6. 
	Job completes
	Logging: Log completion/error status
	Services

· Logging

Schemas, Protocols

· Event schema

· Logging schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

· Encryption


Table 2: Typical scenario for software provisioning

	Seq.

No.
	Operations
	Key Capabilities
	OGSA Service Mapping

	1. 
	User needs to execute application (could be a need for a proxy i.e. a batch job or done interactively)
	Authentication: System authenticates the user

Authorization: User obtains the credentials in the local VO and possibly remote VO if the application is remote.

Fault Tolerance: Faults in locating queue, transmission errors, automated routing.
	Services

· Registry

· Authentication

· Authorization

Schemas, Protocols

Horizontal capabilities (required in all participating services)

· Fault tolerance

	2. 
	A set of servers that can serve the applications is found; server can be a peer that is near in network segment or a dedicated server.
	Registry: Lookup the registry to determine location and handle to available application. Determine if it is local or remote

Resource specification: To provide inventory of applications on machine and record in the registry

Notification/Messaging: Registry notified of application inventory and changes to inventory

Fault Tolerance: Manage alternative application servers or .


	Services

· Registry

· Notification

· Messaging services (reliable delivery)

Schemas, Protocols

· Resource specification language

· Message schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

	3. 
	License requirements are evaluated
	Resource selection: Resources matching requirements are determined; available licenses are determined

Policy schema: Specify policy

Brokering and arbitration: License scheme is evaluated against policy (this is only if there are multiple license types are supported for the same application)
Reservation: All licenses required by application are reserved

Logging: log status
	Services

· Resource selector

· Broker

· Reservation

· Model services

· Logging services

Schemas, Protocols

· Policy schema

· Resource specification

· Resource description

· Reservation

Horizontal capabilities (required in all participating services)

· Policy framework

· Fault tolerance

	4. 
	Application is copied to required workstation and installed
	Hosting environment: Ensure that hosting environment is available and initialized.

Data Migration: Application is migrated to the computer that will execute the application

Fault tolerance: Ensure that collaterals available. Handle exceptions. 

Monitoring: Reporting installation resource.


	Services

· Registry

· Authentication

· Authorization

· Data services

· Hosting services (or provisioning services)

Schemas, Protocols

· SLA schema

Horizontal capabilities (required in all participating services)

· Fault tolerance

	5. 
	Monitor application usage for auditing and billing
	Monitoring: Reporting job status and resource consumption

Metering: Record the usage and duration; especially meter the usage of licenses.

Auditing: Audit usage and application profile on machine

Billing: Based on metering bill the user.
	Services

· Monitoring and Logging

· Metering

· Billing

Schemas, Protocols

Horizontal capabilities (required in all participating services)

· Fault tolerance


