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Abstract

The growing number of Web service specifications makes it important to understand and define the interaction and use of these specifications to ensure interoperability. Within the context of basic Web services, it has proved useful to define a collection of normative profiles that provide guidance on issues of interoperability: the WS-I Profiles [WS-I]. Guided by these principles and operating in the wider technical domain of distributed system management and grid computing, we define here the OGSA Naming Profile 1.0, a member of a set of normative profiles addressing issues relating to distributed system management.

The OGSA Naming Profile 1.0 described in this document is a GGF Recommended Profile in the sense of the document “XXX”, meaning that it describes uses of widely accepted specifications that enable interoperability. The specifications considered in this profile are, in general, those associated with the addressing and naming: specifically, WS-Addressing.
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1 Introduction

This document defines the OGSA Naming Profile 1.0 (hereafter, "Profile"), consisting of a set of non-proprietary Web services specifications, along with clarifications, refinements, interpretations and amplifications of those specifications that promote interoperability among implementations of those specifications.

Section 1 introduces the Profile, and explains its relationships to other profiles.

Section 2, "Profile Conformance," explains what it means to be conformant to the Profile. 

Each subsequent section addresses a component of the Profile, and consists of two parts; an overview detailing the component specifications and their extensibility points, followed by subsections that address individual parts of the component specifications. Note that there is no relationship between the section numbers in this document and those in the referenced specifications.

1.1  Profile Overview

The intention of this Profile is for implementations of services that are concerned with distributed resource management, grid computing, or other purposes that involve the modeling and management of stateful entities. These services frequently can benefit from the use of interfaces and behaviors defined in the WS-Addressing and Resource Naming specifications. A service implementation that uses those specifications in a manner conformant with the Profile may be said to be “conformant with the OGSA Naming Profile 1.0” or, informally, to be an “OGSA service.”

The primary issues addressed in the profile are as follows:

· Addressing: The Profile mandates the use of WS-Addressing endpoint references and places some constraints on their structure, thus enabling interoperable addressing. The Profile also defines an (optional) approach to encoding and using policy information for renewing invalid endpoint references, thus facilitating interoperable implementation of “resilient” references for those applications that require this support.

· Resource Naming:: The Profile mandates …...

This is not a complete list: see the sections that follow for details.

1.2 Relationships to Other Profiles

TBD. Say something about WS-I Basic Profile, perhaps?
1.3 Notational Conventions 

The keywords "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC2119.

Normative statements of requirements in the Profile (i.e., those impacting conformance, as outlined in "Conformance Requirements") are presented in the following manner:

RnnnnStatement text here.

where "nnnn" is replaced by a number that is unique among the requirements in the Profile, thereby forming a unique requirement identifier.

Requirement identifiers can be considered to be namespace qualified, in such a way as to be compatible with QNames from Namespaces in XML. If there is no explicit namespace prefix on a requirement's identifier (e.g., "R9999" as opposed to "bp10:R9999"), it should be interpreted as being in the namespace identified by the conformance URI of the document section it occurs in. If it is qualified, the prefix should be interpreted according to the namespace mappings in effect, as documented below.

Some requirements clarify the referenced specification(s), but do not place additional constraints upon implementations. For convenience, clarifications are annotated in the following manner: C.

Some requirements are derived from ongoing standardization work on the referenced specification(s). For convenience, such forward-derived statements are annotated in the following manner: xxxx, where "xxxx" is an identifier for the specification (e.g., "WSDL20" for WSDL Version 2.0). Note that because such work was not complete when this document was publiished, the specification that the requirement is derived from may change; this information is included only as a convenience to implementers.

Extensibility points in underlying specifications (see "Conformance Scope") are presented in a similar manner:

EnnnnExtensibility Point Name - Description

where "nnnn" is replaced by a number that is unique among the extensibility points in the Profile. As with requirement statements, extensibility statements can be considered namespace-qualified.

This specification uses a number of namespace prefixes throughout; their associated URIs are listed below. Note that the choice of any namespace prefix is arbitrary and not semantically significant.

· soap - "http://schemas.xmlsoap.org/soap/envelope/"

· xsi - "http://www.w3.org/2001/XMLSchema-instance"

· xsd - "http://www.w3.org/2001/XMLSchema"

· soapenc - "http://schemas.xmlsoap.org/soap/encoding/"

· wsa - "http://schemas.xmlsoap.org/ws/2004/08/addressing”
· wsdl - "http://schemas.xmlsoap.org/wsdl/"

1.4 Profile Identification and Versioning 

This document is identified by a name (in this case, OGSA Naming Profile) and a version number (here, 1.0). Together, they identify a particular profile instance.

Version numbers are composed of a major and minor portion, in the form "major.minor". They can be used to determine the precedence of a profile instance; a higher version number (considering both the major and minor components) indicates that an instance is more recent, and therefore supersedes earlier instances.

Instances of profiles with the same name (e.g., "Example Profile 1.1" and "Example Profile 5.0") address interoperability problems in the same general scope (although some developments may require the exact scope of a profile to change between instances).

One can also use this information to determine whether two instances of a profile are backwards-compatible; that is, whether one can assume that conformance to an earlier profile instance implies conformance to a later one. Profile instances with the same name and major version number (e.g., "Example Profile 1.0" and "Example Profile 1.1") MAY be considered compatible. Note that this does not imply anything about compatibility in the other direction; one cannot assume that conformance with a later profile instance implies conformance to an earlier one.

2 Profile Conformance 

Conformance to the Profile is defined by adherence to the set of requirements defined for a specific target, within the scope of the Profile. This section explains these terms and describes how conformance is defined and used.

2.1 Conformance Requirements 

Requirements state the criteria for conformance to the Profile. They typically refer to an existing specification and embody refinements, amplifications, interpretations and clarifications to it in order to improve interoperability. All requirements in the Profile are considered normative, and those in the specifications it references that are in-scope (see "Conformance Scope") should likewise be considered normative. When requirements in the Profile and its referenced specifications contradict each other, the Profile's requirements take precedence for purposes of Profile conformance.

Requirement levels, using RFC2119 language (e.g., MUST, MAY, SHOULD) indicate the nature of the requirement and its impact on conformance. Each requirement is individually identified (e.g., R9999) for convenience.

For example;

R9999 FTP SHOULD support restart.
The requirement identifier in this example is "R9999". This requirement applies to the target FTP (see “Conformance Target”), and places a conditional requirement upon ftp. The interpretation of this is that the requirement generally must be met but there are some situations where there may be valid reasons for it not being met. The explanation of the reasons and conditionality SHOULD be in the requirement itself.

Each requirement statement MUST contain exactly one requirement level keyword (e.g., "SHOULD" in the above example) and exactly one conformance target keyword (e.g., "FTP" in the example above). Additional text may be included to illuminate a requirement or group of requirements (e.g., rationale and examples). Consideration of the text surrounding a requirement statement must not be a factor in determining conformance.

Definitions of terms in the Profile are considered authoritative for the purposes of determining conformance.

None of the requirements in the Profile, regardless of their conformance level, should be interpreted as limiting the ability of an otherwise conforming implementation to apply security countermeasures in response to a real or perceived threat (e.g., a denial of service attack).

2.2  Conformance Targets 

Conformance targets identify the artifacts (e.g., SOAP message, WSDL description, UDDI registry data) or parties (e.g., SOAP processor, end user) to which requirements apply.

This allows for the definition of conformance in different contexts, to assure unambiguous interpretation of the applicability of requirements, and to allow conformance testing of artifacts (e.g., SOAP messages and WSDL descriptions) and the behavior of various parties to a Web service (e.g., clients and service instances).

A requirement’s' conformance targets are physical artifacts wherever possible, to simplify testing and avoid ambiguity.

The following conformance targets are used in the Profile:

· ENDPOINTREFERENCE – the serialization of the wsa:EndpointReference and its content

· DESCRIPTION - descriptions of types, messages, interfaces and their concrete protocol and data format bindings, and the network access points associated with Web services (e.g., WSDL descriptions) (from Basic Profile 1.1) 

· INSTANCE - software that implements a wsdl:port or a uddi:bindingTemplate (from Basic Profile 1.1) 

· CONSUMER - software that invokes an INSTANCE (from Basic Profile 1.1) 

· SENDER - software that generates a message according to the protocol(s) associated with it (from Basic Profile 1.1) 

· RECEIVER - software that consumes a message according to the protocol(s) associated with it (e.g., SOAP processors) (from Basic Profile 1.1) 

2.3 Conformance Scope 

The scope of the Profile delineates the technologies that it addresses; in other words, the Profile only attempts to improve interoperability within its own scope. Generally, the Profile's scope is bounded by the specifications that it references.

The Profile's scope is further refined by extensibility points. Referenced specifications often provide extension mechanisms and unspecified or open-ended configuration parameters; when identified in the Profile as an extensibility point, such a mechanism or parameter is outside the scope of the Profile, and its use or non-use is not relevant to conformance.

Note that the Profile may still place requirements on the use of an extensibility point. Also, specific uses of extensibility points may be further restricted by other profiles, to improve interoperability when used in conjunction with the Profile.

Because the use of extensibility points may impair interoperability, their use should be negotiated or documented in some fashion by the parties to a Web service; for example, this could take the form of an out-of-band agreement.

The Profile's scope is defined by the referenced specifications in Appendix A, as refined by the extensibility points in Appendix B.

2.4 Claiming Conformance 

Claims of conformance to the Profile can be made using the following mechanisms, as described in Conformance Claim Attachment Mechanisms, when the applicable Profile requirements associated with the listed targets have been met:

· WSDL 1.1 Claim Attachment Mechanism for Web Services Instances - MESSAGE DESCRIPTION INSTANCE RECEIVER 

· WSDL 1.1 Claim Attachment Mechanism for Description Constructs - DESCRIPTION

The conformance claim URI for this Profile is "http://xxxxxxxxxxxxxxxxx".

3 Addressing

This section of the Profile incorporates the following specifications by reference, and defines extensibility points within them:

· Web Services Addressing 
Extensibility points: 

· E1301 – WSA Extensibility – WS-Addressing allows extensibility elements for the wsa:EndpointReference. 

· Resource Namespace Specification, Section 1.3.3.4
3.1 Endpoint Reference

The following specifications (or sections thereof) are referred to in this section of the Profile:

· WS-Addressing, Section 2 

WSA defines the endpoint reference structure for referencing Services and WS-Resources. The Profile mandates the use of that structure, and places the following constraints on its use:

3.1.1 Endpoint Reference Structure
R1301 An ENDPOINTREFERENCE MUST conform to the structure specified in Web Services Addressing Section 2, "Endpoint References" (subject to amendment by the Profile).

3.1.2 Resilient Endpoint References

WS-Addressing does not provide a normative mechanism for creating resilient endpoint references: i.e., an endpoint reference that can be “renewed” from some source when it becomes invalid. An OGSA service may require a resilient endpoint reference. To accomplish this, resiliency ‘policy’ MAY be included in an endpoint reference. 

R1302 An ENDPOINTREFERENCE MAY contain zero or more resilientReference extensibility elements from the http://xxxxxxxxx namespace to specify the endpoint reference for a reference resolution service. 
R1303 A reference resolution INSTANCE MUST support the ogsa-rns:Resolve message exchange to allow for the re-resolution of the endpoint reference.
R1304 A CONSUMER of an endpoint reference that contains an ogsa:resilientReference extensibility element SHOULD send an ogsa-rns:Resolve message exchange to the ogsa:resilientReference in response to a wsrf-rap:ResourceUnknownFault.
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