Comparison of Authn and Authz Policy Revelation
The following table shows the equivalent type of information that should be made available in the Policy fields of the endpoint reference if the authn and authz information that is made publicly available is to be equivalent in terms of privacy protection and providing enough information to the user for him to be able to make a successful connection to that endpoint

	Element Contents
	Authn e.g.
	Authz e.g.

	Token Type
	X.509v3 PKC
	VOMS AC

	Trusted Roots
	Issued under one of following CAs
	Issued by one of following VOMS servers

	Policy Constraints
	Subject DN has to be in one of the following name spaces
	Subject has to be in one of the following VOs


