Grid Computing 

Grid computing is concerned with the virtualization, integration, and management of services and resources in a distributed, heterogeneous environment that supports collections of users and resources across traditional administrative and organizational domains. Grids, therefore, provide the framework for building and supporting multiple models of use such as adaptive computing, utility computing, and high-performance computing. Grids may exist within a single enterprise, across departments, or, as in the case of academic Grids or collaborative commercial projects, they may span multiple organizations.
Grid technology has been the “secret weapon” of many early adopters, and its use is expected to grow significantly over the next few years as enterprises of all types and sizes take advantage of it to automate and optimize their use and management of resources, in an effort to meet objectives such as minimized cost and increased agility and collaboration.

While the precise definition of Grid is debated, common characteristics are that Grids tend to be large-scale and widely distributed, to require decentralized management, to comprise numerous heterogeneous resources, and to have a transient user population. Hence Grids exemplify the need for a highly-scalable, reliable, platform-independent architecture that supports secure operation and standardized interfaces for common functions.
To date, Grids have been built using, for the most part, either ad hoc public software components and protocols or proprietary technologies. While various public and commercial solutions have been successful in their niche areas, each has its strengths and limitations, and they offer little potential as the basis for future-generation Grids, which will need to be highly scalable and interoperable to meet the needs of global enterprises.
Service Orientation and Web Services 

In recent years, the increasing use of Web-based applications such as retail sales and travel reservation systems has fostered a move toward a service-oriented style of design for distributed systems, implemented using Web services. Applications designed in this way are assembled from well-defined, modular “services” which interoperate by exchanging messages, without regard to each other’s implementation language or operating environment. Copies of a service can be distributed across multiple servers, and their numbers can be adjusted as demand fluctuates, to balance resource usage against required performance levels. Thus, IT managers can at once optimize the use of valuable resources and improve reliability, since services can be distributed across geographically-separated networks and servers.
Web services also offer a way to “virtualize” disparate resources or to enable legacy applications to participate in a service-oriented environment, as simple proxy services can be written to “represent” the resources or applications, allowing them to interoperate with other services through well-known interfaces.
W3C, OASIS, DMTF, IETF, and GGF are among the standards bodies that, often in partnership, are developing standards for areas such as communication, security, manageability and negotiation.  The availability and use of standards makes it easier to develop high-level applications composed of simple, reusable services, and allows IT vendors to provide truly interoperable tools for activities such as system management.
Grids and Web Services
There is considerable overlap between the goals of Grid computing and the clear benefits of a service-oriented architecture (SOA) based on Web services. Rapid progress has been made in evolving Web services technology and standards, and there is now a natural evolutionary path from the “stovepipe” architecture of current Grids to the standardized, service-oriented, enterprise-class Grid of the future.
The GGF is now leading the convergence of Grid computing and SOA with the introduction of the Open Grid Services Architecture.
The Open Grid Services Architecture (OGSA)
OGSA is an “open, service-oriented architecture,” based on Web services, for realizing Grid scenarios. “Open” refers to both the process to develop standards and the standards themselves. It is “service-oriented” because it delivers functionality as loosely-coupled interacting services. The “architecture” is the definition of the components, their organizations and interactions, and the design philosophy used. 

Grid scenarios present a number of significant challenges to end-users, application developers, and IT managers. These challenges revolve around issues such as security (authentication, authorization, trust, and data integrity), fault-tolerance (meeting service-level agreements, availability, etc.), scheduling and resource management, and data management.  They are exacerbated by bandwidth and latency constraints, and the scope and scale that Grids need to achieve.
Each of these challenges must be addressed either by the application developer or by Grid middleware. If application developers are forced to meet these challenges using traditional approaches, all but the best will be overwhelmed by the complexity. The result will be missed deadlines, cost-overruns, and less-than-robust software.

OGSA will address these complex challenges by defining a set of standards that together, like the interlocking pieces of a puzzle, provide the foundation on which to build robust Grid applications and Grid management systems. Thus, OGSA will define the services, their interactions, and the design philosophy.

These services fall into eight broad areas, defined in terms of capabilities that are frequently required in Grid scenarios. These capabilities are provided by functional behaviors of services, often through interaction with other services. It is important to note, though, that while there may be interdependencies between services, not all services need be used at any given time—different use-cases may call for different subsets of services.
The eight areas of OGSA are briefly introduced below.

· Execution Management Services ( Concerned with issues such as starting and managing tasks, including placement, provisioning, and lifecycle management. Tasks may range from simple jobs to complex workflows or composite services.

· Data Services ( Provide functionality to move data to where it is needed, manage replicated copies, run queries and updates, and transform data into new formats. Data consistency, persistency and integrity are key requirements satisfied by these services.

· Context Services ( Supply a context that can be used to associate users, their requests, and a set of resources. Resource sharing is necessarily controlled by the policies set by resource owners, and negotiation is required to establish the context that allows a user to access a resource. 
· Information Services ( Provide efficient production of, and access to, information about the Grid and its constituent resources. The term information refers to dynamic data or events used for status monitoring; relatively static data used for discovery; and any data that is logged. Troubleshooting is just one of the possible uses for information provided by these services.

· Infrastructure Services ( Refer to a set of common functionalities typically required by higher level services. As OGSA builds on Web services technologies, service interfaces are defined by the Web Services Description Languages (WSDL). Infrastructure includes emerging standards such as the Web Services Resource Framework (WSRF), WS-Notification (WSN), Web Services Distributed Management (WSDM), and Naming.
· Self-Management Services ( Support service-level attainment for a set of services (or resources) – with as much automation as possible, to reduce the costs and complexity of managing the system. These services are essential in addressing the increasing complexity of owning and operating an IT infrastructure.

· Security Services ( Facilitate the enforcement of security-related policy within a (virtual) organization, and support safe resource-sharing. Authentication, authorization and integrity-assurance are essential functionalities provided by these services. 

· Resource Management Services ( Provide management capabilities for Grid resources: management of the resources themselves, management of the resources as Grid components, and management of the OGSA infrastructure. For example, resources can be monitored, reserved, deployed and configured as needed to meet application quality-of-service requirements.

For more information
· GGF: http://www.gridforum.org/
· OGSA-WG: https://forge.gridforum.org/projects/ogsa-wg
· OASIS: http://www.oasis-open.org
· W3C: http://w3c.org/
· DMTF: http://www.dmtf.org
· IETF: http://www.ietf.org

Additional words provided by Mike Behrens for possible use in the Marketing version:

Imagine all the computers in the lab, or even the entire building or campus, or even the entire world.....all connected together in a way far beyond the simplenet. Consider being able to harness the required memory, computing capacity and storage space  together as part of a Virtual Organization (VO).

The convergence of computing technologies such as SOA, ever more powerful computers, and the expanding bandwidth of the internet is creating an evolutionary force which culminates in the field of Grid technology.

