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Objective

Past experience has lead developers to the unavoidable conclusion that successful distributed systems must provide robust forms of naming.  Naming is the mechanism by which the concept of identity is maintained (either cryptographically strong or not) and gives endpoints in the system the ability to talk about other endpoints in a high-level, abstract way.  Further, naming is the means by which some of the classic distributed systems transparencies are achieved such as location transparency and fault transparency.
WS-Addressing
 is making its way through the standards process and is generally considered to be an assumed technology in the emerging world of web services.  As other technologies adopt web services (and consequently WS-Addressing) as their communication and implementation abstraction, the importance of having a well understood and well supported naming scheme in place becomes increasingly relevant.

Background

While WS-Addressing has not yet completed its course through the standards process, the general shape of the specification is relatively stable.  Given the almost universal acceptance of WS-Addressing as a de-facto standard in the web services community, targeting this addressing mechanism for use by WS-Naming is a reasonable and obvious choice.
Rather then target unreasonable or unlikely changes in the WS-Addressing specification itself, we have chosen the alternative route of presenting WS-Naming as a profile on top of the WS-Addressing specification.  Neither web service clients nor web service endpoints need to be aware of this profile and either are free to fail to generate or understand the WS-Naming elements described within.  In such a case, the normal WS-Addressing behavior still works exactly as described in the specification.  However, should a client (which is aware of the WS-Naming profile) encounter WS-Naming elements in a WS-Addressing Endpoint Reference, it will have the option to take additional actions with its communication to that web service endpoint in the event of certain communication failures.
WS-Addressing describes an Endpoint Reference type with a single required element (the Address element) and a number of optional elements.  The only element which is relevant to this profile is the WS-Addressing Policies element.  The description of this element allows for a great deal of flexibility in the uses to which the information contained in the Policies field can be put.  Further, the specification also notes that this information is not authoritative and may be stale or incoherent.  This allows for a WS-Naming profile to use WS-Addressing Policies elements for various pieces of naming and rebinding information.  Clients choosing not to participate in the WS-Naming profile communicate without modification as per the WS-Addressing specification.

Abstract Name
WS-Addressing describes the Endpoint Reference type in such a way as to make naming based solely on this element difficult.  Certain fields within the type are considered opaque and can be highly dynamic, even within the lifetime of a given endpoint.  Because naming is such a key component of any distributed system, we assign the notion of an Abstract Name to endpoints wishing to participate in the WS-Naming profile.  Any web service endpoint which is compliant with this profile must have an Abstract Name with the following properties:

· The name must be globally unique in both space and time

· Participating entities must be able to perform local equality tests on Abstract Names
The second property we further define by saying that, within WS-Naming, a simple comparison of the raw bits of any two Abstract Names allow a client to determine if those two names refer to the same endpoint.  We do not require that this restriction is symmetric however – if two Abstract Names are not equivalent, then no conclusions can be drawn as to whether or not they refer to different endpoints.
To add an Abstract Name to an Endpoint Reference, an AbstractName element is included in that endpoint’s Policies element as shown in Figure 1.  Regardless of the presence or absence of other WS-Naming elements in the endpoint, if this AbstractName element is missing, then the Endpoint Reference is not considered to be WS-Naming compliant.
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Figure 1:  Adding an Abstract Name to an EPR
Endpoint Revolvers
The second half of the WS-Naming profile is the inclusion of an Abstract Name to endpoint reference resolution service.  This resolver can be used by clients to obtain physical endpoints (EPRs) for given Abstract Names.  Further, clients which determine that they are attempting to communicate with stale or invalid endpoint references can use these resolution services to obtain new, up to date, bindings.  While the notion of a resolver can be considered separately from that of an Abstract Name, for the purposes of WS-Naming, the two are combined and in order for a client to participate in a WS-Naming profile, both the identity and the resolver must be included in the EPR of the target service.  Note however that it is not necessary to use the resolver indicated in the EPR – it is considered a resolver of last resort and any out of bounds means for resolving Abstract Names or stale EPRs can (and should) be tried first.
WS-Naming is a profile on top of the already existing WS-Addressing specification, but in order to fully specify this profile, a specification for the message exchange between clients and resolvers must exist.  It’s important to note that this does not in any way alter the existing WS-Addressing specification and that only clients wishing to participate in WS-Naming need be aware of the additional message exchanges.  Figure 2 below illustrates the two interfaces that we recommend resolvers support.  Note that generically, only the first resolution message exchange would be required but it is often useful to also support the second as it allows a client to indicate during the resolution process that a given EPR it already has is invalid and should not be returned (thereby indicating to a resolver which is potentially caching a stale EPR that it should go to extra efforts to find a true binding).
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       Figure 2:  Interface for WS-Naming Resolvers

The process for adding a resolver to an existing EPR is analogously simple to that of adding an Abstract Name.  A new element called ReferenceResolver is added to the Endpoint Reference Type of any service endpoint which supports the WS-Naming profile.  This element is itself an Endpoint Reference Type and can be as arbitrarily simple (Figure 3) or complex (Figure 4) as desired.
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Figure 3:  Simple WS-Naming Resolution EPR
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Figure 4:  EPR with Nested Resolvers
<wsa:EndpointReference


	xmlns:wsa=”http://www.w3.org/2005/02/addressing”


	xmlns:name=”http://tempuri.org/”>


	<wsa:Address>http://tempura.org/example</wsa:Address>


	<wsa:Policies>


		<name:AbstractName>urn:guid:B94C4186-0923-4dbb-AD9C-39DFB8B54388</name:AbstractName>


	</wsa:Policies>


</wsa:EndpointReference>
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<wsa:EndpointReference


	xmlns:wsa=”http://www.w3.org/2005/02/addressing”


	xmlns:name=”http://tempuri.org/”>


	<wsa:Address>http://tempura.org/example</wsa:Address>


	<wsa:Policies>


		<name:AbstractName>urn:guid:B94C4186-0923-4dbb-AD9C-39DFB8B54388</name:AbstractName>





		<name:ReferenceResolver>


			<wsa:Address>http://tempura.org/resolver1</wsa:Address>


		</name:ReferenceResolver>


	</wsa:Policies>


</wsa:EndpointReference>





<wsa:EndpointReference


	xmlns:wsa=”http://www.w3.org/2005/02/addressing”


	xmlns:name=”http://tempuri.org/”>


	<wsa:Address>http://tempuri.org/example</wsa:Address>


	<wsa:Policies>


		<name:AbstractName>urn:guid:B94C4186-0923-4dbb-AD9C-39DFB8B54388</name:AbstractName>





		<name:ReferenceResolver>


			<wsa:Address>http://tempura.org/resolver1</wsa:Address>


			<wsa:ReferenceParameters>


				guid:8733111B-84FA-4da8-89FE-417932B3B92C


			</wsa:ReferenceParameters>


			<wsa:Policies>


				<name:AbstractName>urn:guid:55AD06F6-2F35-409a-9DCE-E5F304E557AA</name:AbstractName>


				<name:ReferenceResolver>


					<wsa:Address>http://tempura.org/resolve2</wsa:Address>


				</name:ReferenceResolver>


			</wsa:Policies>


		</name:ReferenceResolver>


	</wsa:Policies>


</wsa:EndpointReference>








� For the purposes of this document, we assume the definition of the Endpoint Reference type described in the WS-Addressing specification publicly available as of 15 February 2005 (� HYPERLINK "http://www.w3.org/TR/2005/WS-ws-addr-core-20050215" ��http://www.w3.org/TR/2005/WS-ws-addr-core-20050215�).  Changes in this specification are ongoing, but we have strong confidence that the structures and details required by this profile will remain in place regardless of these perturbations.





