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1.1 Attribute used in OGSA Authorization
The requirement for the use of attribute in OGSA Authorization is introduced in the OGSA Authorization Requirements document.  The requirements shows use cases for the consumption of attributes by an authorization service.  This document specifies elements and vocabulary for expressing such attributes to be used in the in the context of Open Grid Services Architecture (OGSA) authorization.  The intention of defining standard formats and meanings (vocabulary) for these assertions is to facilitate compatibility between issuers of attribute assertions and the authorization systems that consume them.  Profiles for specifying attribute assertions using SAML Attribute Assertions and X.509 attribute certificates are also included.
1.1.1 Development Schedule

The OGSA Authorization working group (OGSA-Authz-WG) is now developing this specification. 

	Milestone
	Date

	First draft available
	Mar 2003

	Ready for public comment review
	July 2005

	GFD-R.P publication
	????


Table 1‑1 Attribute used in OGSA Authorization document schedule

The OGSA-Authz-WG is now re-chartering to define the next step of their standardization activities.  In the re-chartering discussion, the Attribute used in OGSA Authorization document might be planned to be revised in the future, because the referenced SAML specification revised and the new version is now available.
1.1.2 Referenced Specifications 

This document is based on the Assertions and Protocols for the OASIS Security Assertion Markup Language (SAML) V1.1 specification [SAML-core-1.1] and RFC 3281 - An Internet Attribute Certificate Profile for Authorization specification [RFC-3281].  The following table shows the referenced specifications and their “Status” and “Adoption” levels.
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Specification/Profile

Name

De Facto

Institutional

Evolving Institutional

Draft Institutional

Consortium

Evolving Consortium

Draft

Ubiquitous

Adopted

Community

Interoperable

Implemented

Unimplemented

Note

Specifications                            

None                            

Assertions and Protocols for the

OASIS Security Assertion Markup

Language (SAML) V1.1

  X               X        

RFC 3281 - An Internet Attribute

Certificate Profile for Authorization

  X               X        

Profiles                            

None                            

OGSA WSRF Basic Profile 1.0     ◄ X       – – – – – –  

WS-I Basic Profile 1.1   X           – – – – – – Final Material

WS-I Basic Security Profile 1.0   ◄ X         – – – – – – Working Group Draft

WS-I SAML 1.0   ◄ X         – – – – – – Working Group Draft

Legend:

X

◄

–

Specification or profile is currently at this status or adoption level

Specification or profile is approaching this status or adoption level

Status or adoption level is not applicable

OGSA Referenced Specifications: Attribute used in OGSA Authorization

Status Adoption


Table 1‑2 Attribute used in OGSA Authorization referenced specifications
1.1.3 Expected Use
The Basic Security Profile 1.0, to be developed by the OGSA-WG security design team, is expected to reference this specification.

1.2 Use of SAML for OGSA Authorization
This document defines an Open Grid Services Architecture (OGSA) authorization service based on the use of the security assertion markup language (SAML) as a format for requesting and expressing authorization assertions.  Defining standard formats for these messages allows for pluggability of different authorization systems using SAML.

1.2.1 Development Schedule

The OGSA Authorization Working Group (OGSA-Authz-WG) is now developing this document.
	Milestone
	Date

	First draft available
	Mar 2003

	Ready for public comment review
	????

	GFD-R.P publication
	????


Table 1‑3 Use of SAML for OGSA Authorization schedule
The OGSA-Authz-WG is now re-chartering to define the next step of their standardization activities.  In the re-chartering discussion, the Use of SAML for OGSA Authorization document might be planned to be revised in the future, because the referenced SAML specification revised and the new version is now available.
1.2.2 Referenced Specifications 

This document is based on the Assertions and Protocols for the OASIS Security Assertion Markup Language (SAML) V1.1 specification [SAML-core-1.1]. The following table shows the referenced specifications and their “Status” and “Adoption” levels.
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Specification/Profile

Name

De Facto

Institutional

Evolving Institutional

Draft Institutional

Consortium

Evolving Consortium

Draft

Ubiquitous

Adopted

Community

Interoperable

Implemented

Unimplemented

Note

Specifications                            

Assertions and Protocols for the

OASIS Security Assertion Markup

Language (SAML) V1.1

  X               X        

Profiles                            

OGSA WSRF Basic Profile 1.0     ◄ X       – – – – – –  

WS-I Basic Profile 1.1   X           – – – – – – Final Material

WS-I Basic Security Profile 1.0   ◄ X         – – – – – – Working Group Draft

WS-I SAML 1.0   ◄ X         – – – – – – Working Group Draft

Legend:

X

◄

–

OGSA Referenced Specifications: Use of SAML for OGSA Authorization

Status Adoption

Specification or profile is currently at this status or adoption level

Specification or profile is approaching this status or adoption level

Status or adoption level is not applicable


Table 1‑4 Use of SAML for OGSA Authorization referenced specifications

1.2.3 Expected Use

The Basic Security Profile 1.0, to be developed by the OGSA-WG security design team, is expected to reference this specification.
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