DMI draft Session 1
· DMI About presentation was shown

· Are there multiple DMI factories that can talk to each other in some agent-based architecture based mechanism

· Investigate and identify different roles in the architecture – It is tied in with security framework. The roles that came up are : User, Endorser, Node, Consignor etc. Look at profiles that are defined by OGSA Security WG 
· How are Identified Roles conveyed from User to Nodes ? We don’t have a good answer for this yet. 

· DMI factory gets the user info and the factory checks if the user is allowed to submit and then passes it along to the source/sink who can potentially refuse.

· Lots of discussion about Roles – This needs to be thought about in more detail and revisit it in future.
· Contact OGF security area directors and get to know the Best practices in defining roles/explain the problem we see in this WG.  Looking across multiple security infrastructures is not the concern of this WG. 

· How do we model the transfer request ? Do we allow multiple sources and multiple destinations .. Look at MPI IO. Do we control number of replicas ? Does DMI care ?

· How are source and sink defined ? What do they get from the DMI ? Does the DMI take in a set of EPRs and the factory convert them to what the source and sink can understand ?

· Metadata for the factory describing its capabilities 
· Look at OGF Reference Model for modeling information model

Session 2: 
1. Michel spoke to David from OGF security and david said that this is indeed a gap in security area and would like us to bring it up.

2. Started taking first stab at describing service interface

3. Sink is difficult to model as it represents empty space which may or may not be pinned. 

4. Modeling source and sink as EPRs is a bit difficult to model for Ravi
5. Do we include transfer protocol? We abstract it away.. 
6. Alex mentioned how “Undo” should happen provided we allow “finishBy” semantics in the request

7. Is this part of “Service Attributes” ?

8. Do we allow users specify a “transfer protocol preference” ?
9. Do we need a “start” operation in the service interface ?

10. Do we have a “cancel” and “destroy” operations in the service interface ?

11. Look at WS-Man and WS-DM that describes all the management actions one can do on the service interface

12. How is Notification listener implemented

13. Does OGSA-Profile describe lifetime, notification and other interesting things

Action Items

1. Look at GSI security model in terms of how roles and Identified roles are conveyed in GSI (Ravi)

2. Michel would talk to David in terms of security requirements for DMI
