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Namespace: ""
Schema(s)

Main schema NSI - CS- SD- Et hernet Transport Service version 1.0. xsd

Namespace No namespace

Annotations NSI Service Definition Schema TH's is the tenplate schema

describing a Ethernet connection service. The Service definition has two key conponents:
The SD Nane, and the SD Service Attribute List. Information describing the service
itself should be provided with each service attribute defined in the Attribute List. If
sonme aspect is not clearly deliniated in the service attributes, then additional
specification should be added to the SD. An aspect not explicitly set out in the Service
Attributes *is explicity undefined*. The Attribute List is a set of Attribute names, and
the type and range of each attribute that is allowed. Service deploynents may vary
slightly in the range of values they support for each attribute, but the attribute set
must be the same. See the NSI CS Protocol Specification for further info.

THe Service Nanme is an agreed upon textual title for the service.

"Etehrnet Transort Service", or "Ceneral Connection Service Version 1.0" Al |eading and
trailing whitespace characters are renoved and whitespace within the title is collapsed
to a single space. The Service Nane is used to distiguish different services
definitions.

Properties attribute form default: unqual i fi ed

element form default: unqual i fi ed

Element(s)

Element Servi ceDefinition / ServiceNane

Namespace No namespace

Diagram

Type serviceNameType

Properties content: sinple
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Facets whiteSpace col | apse
minLength 4
maxLength 32
Sour ce <xsd: el enent " Servi ceNane" "servi ceNaneType"/ >

lement Ser vi ceDef

inition / ServiceAttributelLi st

Namespace No namespace
Diagram
Type serviceAttributeListType
Properties content: conpl ex
Model Orig, Dest+ , Bandwidth , MaximumBurstSize , ScheduleStart , ScheduleEnd , Authenticationinfo,
FixedAttrShapingWindow
Children Authenticationlnfo, Bandwidth, Dest, FixedAttrShapingWindow, MaximumBurstSize, Orig, ScheduleEnd,
ScheduleStart
I nstance <ServiceAttributeList>
<Oig>{1,1}</Oig>
<Dest >{ 1, unbounded} </ Dest >
<Bandwi dt h>{ 1, 1} </ Bandw dt h>
<Maxi munBur st Si ze>{ 1, 1} </ Maxi munBur st Si ze>
<Schedul eStart>{1, 1} </ Schedul eSt art >
<Schedul eEnd>{ 1, 1} </ Schedul eEnd>
<Aut henti cationl nf o>{1, 1} </ Aut henti cati onl nf 0>
<Fi xedAt t r Shapi ngW ndow>{ 1, 1} </ Fi xedAt t r Shapi ngW ndow>
</ ServiceAttributeList>
Sour ce <xsd: el enent "ServiceAttributeList” "serviceAttributelListType"/>

lement servi ceAtt

ributelListType / Oig

Namespace No namespace
Annotations The Orig atribute specifies an NSI endpoint nane that identifies
the ingress point of the connection. The NSI endpoint nanme provided is a
reference into th etopol ogyDB where the physical characteristics of this
endpoi nt can be found and validate against the service capabilities, e.g. the
Et hernet service should only recogni ze Ethernet capabl e endpoints.
Diagram
Type restriction of xsd:string
Properties content: sinple
minOccurs: 1
maxOccurs: 1
Facets pattern [ a- zA- 20- 98] +: [ a- zA-
Z0- 9%] +
Sour ce <xsd: el ement "orig" A "1t >

<xsd: annot ati on>
<xsd: docunment ati on>The Orig atribute specifies an NSI endpoint name that identifies
the ingress point of the connection. The NSI endpoint nane provided is a reference
into th etopol ogyDB where the physical characteristics of this endpoint can be found
and val i date agai nst the service capabilities, e.g. the Ethernet service should only
recogni ze Ethernet capabl e endpoints. </ xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction
<xsd: pattern
</xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >

"xsd:string">
"[a-zA-Z0- 9%] +: [ a- zA- Z0- 9%] +"/ >

lement servi ceAtt

ri butelistType / Dest

Namespace

No namespace

Annotations

The Dest atribute specifies an NSI endpoi nt name that
identifies the egress point of the connection. The NSI endpoint
provided is a reference into the topol ogyDB where the physical
characteristics of this endpoint can be found and validated agai nst the
service capabilities, e.g. the Ethernet service should only recognize
Et her net capabl e endpoints.

nane
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Diagram
Type restriction of xsd:string
Properties content: simpl e
minOccurs: 1
maxOccurs: unbounded
Facets pattern [ a-zA-Z0- 9$] +: [ a- zA-
Z0- 9%] +
Sour ce <xsd: el ement "Dest" " "unbounded" >
<xsd: annot at i on>
<xsd: docunent ati on>The Dest atribute specifies an NSI endpoint name that identifies
the egress point of the connection. The NSI endpoint name provided is a reference
into the topol ogyDB where the physical characteristics of this endpoint can be found
and val i dated agai nst the service capabilities, e.g. the Ethernet service should only
recogni ze Ethernet capabl e endpoints. </ xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction "xsd:string">
<xsd: pattern "[a-zA-Z0-9%] +: [ a- zA- Z0- 9$] +"/ >
</ xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >
Element servi ceAttri but eLi st Type / Bandw dth
Namespace No namespace
Annotations Bandwi dth : = The Megabits per second (Mps) requested for a
guaranti ed capacity connection. A zero value indicates a "best effort"
connection with no guarantied capacity is being requested. Note - this does
not commit that any user data will be delivered! Only that a best effort
wi || be made for zero-cap connections. Note similarly, that a non-zero bw
val ue does not inply that offered load in excess of the guaranty will be
delivered at all. The nuanced difference in a zero vs non-zero bw request is
that the service does commit to provide a best-effort to deliver frames
associated with a connection that has no bw guarranty, where as no such
commitnment is made for connections that have requested a guaranteed
capacity. This neans a guaranteed bw connection may have its excess |oad
strictly policed at ingress and dropped, or quietly buffered and delivered
if possible...This service deinfition nmakes no conmitnent and |eaves it to
i ndi vi dual netwoprks to resolve internally.
Diagram
Type restriction of xsd:integer
Properties content: simpl e
Facets maxInclusive 1000
mininclusive 1
Sour ce <xsd: el ement " Bandwi dt h" >

<xsd: annot at i on>
<xsd: docunent at i on>Bandwi dth : = The Megabits per second (Mps) requested for a
guarantied capacity connection. A zero value indicates a "best effort" connection with
no guarantied capacity is being requested. Note - this does not commit that any user
data will be delivered! Only that a best effort will be nade for zero-cap connections.
Note similarly, that a non-zero bw value does not inply that offered | oad in excess
of the guaranty will be delivered at all. The nuanced difference in a zero vs non-zero
bw request is that the service does conmt to provide a best-effort to deliver frames
associated with a connection that has no bw guarranty, where as no such commitnent is
nmade for connections that have requested a guaranteed capacity. This nmeans a guaranteed
bw connection may have its excess load strictly policed at ingress and dropped, or
quietly buffered and delivered if possible...This service deinfition nakes no conmitnent
and | eaves it to individual netwoprks to resolve internally.</xsd:docunentation>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction
<xsd: m nl ncl usi ve
<xsd: max| ncl usi ve
</ xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >

"xsd:integer">
'ELIES
"1000"/>

Element ser vi ceAt t

ri buteListType / Maxi nunBurst Si ze

Namespace

No namespace
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Annotations Maxi munBur st Si ze : = the total size of contiguous franes that
can be transmtted on this circuit before ingress policing will begin
dropping frames. This paranmeter allows the source to transnmt a stream of
pdus up to this size and expect the network to buffer themand transmt them
over time. Inplicitly associated with this parameter is the buffer drain
rate which is assumed to be a "fine grained constant rate" output flow at
the requested bandwi dth. If the input queue excedes the MBS, the network is
al l owed to, and shoul d be expected to, police the ingress flow and drop
of fending frames. This paraneer is only meaningful for asynchronous packet
based technol ogi es such as Ethernet. the Maxi mum Burst Size is nmeasured in
units of MegaBytes (2"20 Bytes)

Diagram

Type restriction of xsd:integer

Properties content: sinple
default: 100

Facets maxInclusive 1000
mininclusive 0

Sour ce <xsd: el enent " Maxi munBur st Si ze" "100" >

<xsd: annot ati on>
<xsd: docunent at i on>Maxi munBur st Si ze : = the total size of contiguous frames that can

be transmitted on this circuit before ingress policing will begin dropping franes. This
paraneter allows the source to transnmt a streamof pdus up to this size and expect
the network to buffer themand transmit themover tine. Inplicitly associated with this
paranmeter is the buffer drain rate which is assuned to be a "fine grained constant rate"
output flow at the requested bandwi dth. If the input queue excedes the MBS, the network
is allowed to, and should be expected to, police the ingress flow and drop offendi ng
frames. This paraneer is only neaningful for asynchronous packet based technol ogi es such
as Ethernet. the Maxi mum Burst Size is measured in units of MegaBytes (2720 Bytes)</
xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction
<xsd: m nl ncl usi ve
<xsd: max| ncl usi ve
</xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >

"xsd:integer">
"0" />
"1000"/>

lement servi ceAtt

ri butelListType / Schedul eStart

Namespace No namespace

Annotations Schedul e attributes are required. They are specified using the XM
Schema format for data and time. Exanple: 2012-01-01T06: 00: 00

Diagram

Type xsd:dateTime

Properties content: sinple

Sour ce <xsd: el enent "Schedul eStart" "xsd: dat eTi me" >

<xsd: annot ati on>
<xsd: docunent ati on>Schedul e attributes are required. They are specified using the XM
Schema format for data and time. Exanple: 2012-01-01TO06: 00: 00</ xsd: docunent ati on>
</ xsd: annot at i on>
</ xsd: el enent >

lement servi ceAtt

ri butelListType / Schedul eEnd

Namespace No namespace

Annotations Schedul e attributes are required. They are specified using the XM
Scherma format for data and tinme. Exanple: 2012-01-01T06: 00: 00

Diagram

Type xsd:dateTime

Properties content: sinple

Source <xsd: el enent " Schedul eEnd" "xsd: dat eTi me" >

<xsd: annot ati on>
<xsd: docunent ati on>Schedul e attributes are required. They are specified using the XM
Schema format for data and time. Exanple: 2012-01-01TO06: 00: 00</ xsd: docunent ati on>
</ xsd: annot at i on>
</ xsd: el enent >
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Element servi ceAttri but eLi st Type / Authenticationlnfo

Namespace No namespace

Annotations Aut henti cati onl nfo defines nmechani sns the service recognizes for

request authentication. The authentication nmethod specified in the Service
Request nust match one of the nethods offered by the Service Definition.
Further, the string presented as part of the nethod choice is present to an
internal authentication nodel for evaluation.

Diagram

Properties content: conpl ex

Model simpleUser | eduRoam | x.509cert

Children eduRoam, simpleUser, x.509cert

I nst ance <Aut henti cat i onl nf 0>
<si npl eUser >{ 1, 1} </ si npl eUser >
<eduRoan®{1, 1} </ eduRoan®
<x.509cert>{1, 1} </ x. 509cert >

</ Aut henti cati onl nf 0>
Sour ce <xsd: el ement "Aut henti cationl nfo">

<xsd: annot ati on>
<xsd: docunent ati on>Aut henti cati onl nfo defi nes nmechani snms the service recogni zes
for request authentication. The authentication nethod specified in the Service Request
must match one of the nethods offered by the Service Definition. Further, the string
presented as part of the nmethod choice is present to an internal authentication nodel for
eval uation. </ xsd: docunent at i on>
</ xsd: annot at i on>
<xsd: conpl exType>
<xsd: choi ce>
<l-- NSA has a flat file with allowed "sinple users" listed...good for testing -->
<xsd: el ement "sinpl eUser" >
<xsd: annot ati on>
<xsd: docunent ati on>The sinpl eUser authentication is a string representing a
user. The Provider Agent will look this up in an internally popul ated sinpleUsers table.
A match will validate the user. This authenitcation is inherently insecure and should
only be used for testing. TH s authentication method can be turned off by not providing
sinpl eUsers to polulate the table, or by renoving the sinpleUser elenment fromthe service
defini tion</xsd: docunentati on>
</ xsd: annot at i on>
<xsd: si npl eType>

<xsd:restriction "xsd:string">
<xsd: m nLength "8" />
<xsd: maxLengt h "32" >
<xsd: whi t eSpace "col | apse"/ >

</ xsd:restriction>
</ xsd: si npl eType>
</ xsd: el ement >

<l-- exanple of maybe another auth nethod... -->
<xsd: el ement "eduRoant "xsd:string">
<l-- -->
</ xsd: el enent >
<l-- This is intended to mimc current OSCARS style auth -->
<xsd: el ement "x.509cert" "xsd:string">
<l-- -->

</ xsd: el ement >
</ xsd: choi ce>
</ xsd: conpl exType>
</ xsd: el ement >

Element servi ceAttri but eLi st Type / Authenticationlnfo / sinpleUser

Namespace No namespace
Annotations The sinpleUser authentication is a string representing a
user. The Provider Agent will look this up in an internally

popul ated sinpleUsers table. A match will validate the user. This
authenitcation is inherently insecure and should only be used for
testing. THi s authentication nethod can be turned off by not
providing sinpleUsers to polulate the table, or by renoving the
sinpl eUser elenment fromthe service definition

Diagram

Type restriction of xsd:string

Properties content: sinple
Facets whiteSpace col | apse

minLength 8
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maxLength 32

Sour ce

<xsd: el ement
<xsd: annot ati on>

"sinmpl eUser" >

<xsd: docunent ati on>The sinpl eUser authentication is a string representing a user.
look this up in an internally popul ated sinpleUsers table. A

The Provider Agent wll
match will validate the

user.

This authenitcation is inherently insecure and shoul d

only be used for testing. TH s authentication method can be turned off by not providing

sinpl eUsers to polulate the table,

or

definition</xsd: docunent ati on>

</ xsd: annot ati on>
<xsd: si npl eType>
<xsd:restriction
<xsd: m nLength
<xsd: maxLengt h
<xsd: whi t eSpace
</ xsd:restriction>
</ xsd: si npl eType>
</ xsd: el ement >

"xsd:string">
"8" >
"32"1>
"col | apse"/>

by removing the sinpleUser element fromthe service

lement servi ceAtt

ri butelListType / Authenticationlnfo / eduRoam

Namespace No namespace

Diagram

Type xsd:string

Properties content: sinple

Sour ce <xsd: el ement " eduRoant "xsd:string">

<l-- -->
</ xsd: el ement >

lement servi ceAtt

ri butelListType / Authenticationlnfo / x.509cert

Namespace No namespace

Diagram

Type xsd:string

Properties content; sinpl e

Sour ce <xsd: el ement "x.509cert" "xsd: string">

<l--
</ xsd: el enent >

-->

lement servi ceAtt

ri butelistType / FixedAttr Shapi ngW ndow

Namespace No namespace

Annotations The Standard Shaping Wndow is a timng w ndow nesured in
m | liseconds (10”-3 seconds) that defines the period over which all
connections are configured in order to "smooth" out flows... This is a
paraneter the source of a connection can use to manage their offered
traffic. For instance: A 200 Mips flow on a 1 GE |link consunes 20% of the
link capacity. Therefore, that connection can expect to burst traffic for
20% * Shapi ngW ndow. |f the shaping window is 100 milliseconds, then the
connection can expect that .2*100=20 mllisecond bursts woul d be acceptable
shaping for the flow And every 100 miliseconds, the source could burst
another 20 mils of data for that circuit.

Diagram

Type xsd:integer

Properties content: sinpl e
default: 100

Sour ce <xsd: el enent " Fi xedAt t r Shapi ngW ndow" "xsd:integer" "100">

<xsd: annot ati on>

<xsd: docunent ati on>The Standard Shaping Wndow is a timng w ndow nesured in

mlliseconds (107-3 seconds) that defines the period over which all
configured in order to "snmooth" out flows...
connection can use to manage their offered traffic.

For

1 GE link consunmes 20% of the |ink capacity. Therefore,

burst traffic for 20%* Shapi ngW ndow.
the connection can expect that
for the flow And every 100 niliseconds,
circuit.</xsd: docunentation>

for that
</ xsd: annot ati on>
</ xsd: el ement >

i nst ance:
t hat

connections are

This is a paraneter the source of a

A 200 Mops flow on a

connection can expect to
If the shaping wi ndowis 100 mlliseconds,
.2*100=20 mi|lisecond bursts woul d be acceptabl e shapi ng
the source could burst another

t hen

20 mils of data
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Complex Type(s)

Complex Type Servi ceDefinition

Namespace No namespace
Diagram
Model ServiceName, ServiceAttributelist
Children ServiceAttributeList, ServiceName
Sour ce <xsd: conpl exType "ServiceDefinition">
<xsd: sequence>
<xsd: el enent " Servi ceNane" "servi ceNaneType"/ >
<xsd: el enent "ServiceAttributelList" "serviceAttributelistType"/>

</ xsd: sequence>
</ xsd: conpl exType>

Complex Type ser vi

ceAttributelListType

Namespace No namespace
Diagram
Used by Element ServiceDefinition/ServiceAttributeList
Model Orig, Dest+ , Bandwidth , MaximumBurstSize , ScheduleStart , ScheduleEnd , Authenticationinfo,
FixedAttrShapingWindow
Children Authenticationlnfo, Bandwidth, Dest, FixedAttrShapingWindow, MaximumBurstSize, Orig, ScheduleEnd,
ScheduleStart
Sour ce <xsd: conpl exType "serviceAttributelListType">
<xsd: sequence>
<! R S S S R R RS R R R R R RS SR SRR EEEEEE RS SRR EREEEEEEREEREEEEEEEEEERESS
Oig :=1Ingress STP in forward direction, and egress STP in
reverse direction.
-->
<xsd: el enent "orig" "1 "1t

<xsd: annot ati on>
<xsd: docunentati on>The Orig atribute specifies an NSI endpoi nt nane that
identifies the ingress point of the connection. The NSI endpoint nane provided is a
reference into th etopol ogyDB where the physical characteristics of this endpoint can
be found and val i date agai nst the service capabilities, e.g. the Ethernet service should
only recogni ze Ethernet capabl e endpoints. </xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction "xsd:string">
<xsd: pattern "[a-zA- Z0- 9%] +: [ a- zA- Z0- 93] +"/ >
</xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >

<!__***************************************************************
Dest := Egress STP in forward direction, and ingress STP in
reverse direction.
-->
<xsd: el enent "Dest" "t "unbounded" >

<xsd: annot ati on>
<xsd: docunent ati on>The Dest atribute specifies an NSI endpoi nt nane that
identifies the egress point of the connection. The NSI endpoint nane provided is a
reference into the topol ogyDB where the physical characteristics of this endpoint can be
found and validated against the service capabilities, e.g. the Ethernet service should
only recogni ze Ethernet capabl e endpoints. </xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: si npl eType>
<xsd:restriction "xsd:string">
<xsd: pattern "[a-zA- Z0- 9%] +: [ a- zA- Z0- 9%] +"/ >
</xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >

<!__***************************************************************
-->
<xsd: el enent " Bandwi dt h" >
<xsd: annot ati on>
<xsd: docunent at i on>Bandwi dth : = The Megabits per second (Mps) requested for a

guaranti ed capacity connection. A zero value indicates a "best effort" connection with
no guarantied capacity is being requested. Note - this does not conmit that any user
data will be delivered! Only that a best effort will be nade for zero-cap connections.
Note simlarly, that a non-zero bw val ue does not inply that offered |load in excess
of the guaranty will be delivered at all. The nuanced difference in a zero vs non-zero
bw request is that the service does commit to provide a best-effort to deliver frames
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associated with a connection that has no bw guarranty, where as no such commitnent is
made for connections that have requested a guaranteed capacity. This nmeans a guarant eed
bw connecti on may have its excess load strictly policed at ingress and dropped, or
quietly buffered and delivered if possible...This service deinfition nakes no conmitnent
and leaves it to individual netwoprks to resolve internally.</xsd:docunentation>

</ xsd: annot at i on>

<xsd: si npl eType>

<xsd:restriction "xsd:integer">
<xsd: m nl ncl usi ve "1t >
<xsd: max| ncl usi ve "1000"/ >

</ xsd:restriction>
</ xsd: si npl eType>
</ xsd: el ement >

<!__***************************************************************
-->
<xsd: el enent " Maxi munBur st Si ze" "100" >
<xsd: annot ati on>
<xsd: docunent at i on>Maxi munBurst Si ze : = the total size of contiguous frames that

can be transmtted on this circuit before ingress policing will begin dropping franes.
This parameter allows the source to transmit a streamof pdus up to this size and expect
the network to buffer themand transmit themover tine. Inplicitly associated with this
paranmeter is the buffer drain rate which is assuned to be a "fine grained constant rate"
output flow at the requested bandwi dth. If the input queue excedes the MBS, the network
is allowed to, and should be expected to, police the ingress flow and drop offendi ng
frames. This paraneer is only neaningful for asynchronous packet based technol ogi es such
as Ethernet. the Maxi mum Burst Size is nmeasured in units of MegaBytes (2720 Bytes)</
xsd: docunent ati on>

</ xsd: annot at i on>

<xsd: si npl eType>

<xsd:restriction "xsd:integer">
<xsd: m nl ncl usi ve "o/ >
<xsd: max| ncl usi ve "1000"/ >

</ xsd:restriction>
</ xsd: si npl eType>

</ xsd: el ement >
<| R S S SRS R R E R SRR RS SR SRR R R R RS SRR EREEEEEERRERREEREEEEEEEESEESS

-->
<xsd: el enent "Schedul eStart" "xsd: dat eTi me" >
<xsd: annot ati on>
<xsd: docunent ati on>Schedul e attributes are required. They are specified using the
XML Scherma format for data and time. Exanple: 2012-01-01TO06: 00: 00</ xsd: docunent at i on>
</ xsd: annot at i on>
</ xsd: el enent >
<xsd: el enent " Schedul eEnd" "xsd: dat eTi me" >
<xsd: annot ati on>
<xsd: docunent ati on>Schedul e attri butes are required. They are specified using the
XML Scherma format for data and time. Exanple: 2012-01-01TO06: 00: 00</ xsd: docunent at i on>
</ xsd: annot at i on>
</ xsd: el enent >

<| R S S S RS R R R RS S EEE S SRS SRR R R RS SRR SR EEEEEERRERREEEEEEEEEESEESS
-->
<xsd: el enent "Aut henti cationl nfo">

<xsd: annot ati on>
<xsd: docunent at i on>Aut henti cati onl nfo defines mechani snms the service recognizes
for request authentication. The authentication nmethod specified in the Service Request
nust match one of the methods offered by the Service Definition. Further, the string
presented as part of the method choice is present to an internal authentication nodel for
eval uation. </ xsd: docunent ati on>
</ xsd: annot at i on>
<xsd: conpl exType>
<xsd: choi ce>
<l-- NSA has a flat file with allowed "sinple users" listed...good for testing

<xsd: el enent "sinpl eUser" >
<xsd: annot ati on>
<xsd: docunent ati on>The si npl eUser authentication is a string representing a

user. The Provider Agent will look this up in an internally popul ated sinpleUsers table.
A match will validate the user. This authenitcation is inherently insecure and should
only be used for testing. THi s authentication nethod can be turned off by not providing
sinpl eUsers to polulate the table, or by renmoving the sinpleUser elenment fromthe service
defini tion</xsd: docunentati on>

</ xsd: annot at i on>

<xsd: si npl eType>

<xsd:restriction "xsd:string">
<xsd: m nLength "8" >
<xsd: maxLengt h "32"/>
<xsd: whi t eSpace "col | apse"/ >

</xsd:restriction>
</ xsd: si npl eType>
</ xsd: el enent >
<!-- exanple of maybe another auth nethod... -->
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<xsd: el enent "eduRoant "xsd:string">
<l-- -->
</ xsd: el enent >
<l-- This is intended to mimc current OSCARS style auth -->
<xsd: el enent "x.509cert" "xsd:string">
<l-- -->
</ xsd: el enent >
</ xsd: choi ce>
</ xsd: conpl exType>
</ xsd: el enent >
<l-- The following attributes define statically defined values that are explicitly
fixed as part
of the service -->
<xsd: el enent " Fi xedAt t r Shapi ngW ndow" "xsd:integer" "100">
<xsd: annot ati on>
<xsd: docunent ati on>The Standard Shaping Wndow is a timng w ndow nesured in
m | liseconds (10"-3 seconds) that defines the period over which all connections are
configured in order to "smoth" out flows... This is a paranmeter the source of a
connection can use to nmanage their offered traffic. For instance: A 200 Mips flow on a
1 GE link consumes 20% of the link capacity. Therefore, that connection can expect to
burst traffic for 20% * Shapi ngWndow. If the shaping wi ndow is 100 milliseconds, then
the connection can expect that .2*100=20 mllisecond bursts woul d be acceptabl e shapi ng
for the flow And every 100 miliseconds, the source could burst another 20 mils of data
for that circuit.</xsd:docunentation>
</ xsd: annot at i on>
</ xsd: el enent >
</ xsd: sequence>
</ xsd: conpl exType>

Simple Type(s)
Simple Type servi ceNaneType

Namespace No namespace
Diagram
Type restriction of xsd:string
Facets whiteSpace col | apse
minLength 4
maxL ength 32
Used by Element ServiceDefinition/ServiceName
Sour ce <xsd: si npl eType "servi ceNameType" >
<xsd:restriction "xsd:string">
<xsd: whi t eSpace "col | apse"/>
<xsd: m nLength "4t >
<xsd: maxLengt h "32">
</ xsd:restriction>
</ xsd: si npl eType>
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