1 Path Description  

A first cut at defining Paths across a single network and by extension to multiple networks.   This is very rough, for discussion.

The initial part of this describes the logical components of paths, while the latter part gives some rationale for why these are chosen.

1.1 Paths in a connection service

1.1.1 Connection description

A connection service message has several fields that describe aspects of the connection.  Some of this are filled in as the connection is setup.  All are in a satisfied call. 
Connection fields

CID – Connection ID

STP(a) and STP (b) – edge of connection on the network

TF – characteristics of connection (transfer function)

Sched – time connection is active

Uatt – requestor attributes

Patt – provider attributes

The NSI Connection service provides a connection reservation between two STPs. 

1.1.1 Connection Messages and Fields in Messages

The Connection Service of the NSI defines set of  sequence of messages between the requestor and provider NSAs.   A message sequence is defined by its initial message, known as its primitive.   Primitives for Connection Service are

ReserveConnection

CancelConnection

ModifyConnection

ProvisionConnection

NotifyRequestor

StatusConnection

Fields in messages may be “options” or “actual”.   The type of fields in each primitive sequence for ReserveConnection are described below

Fields in Messages from the Requestor in this sequence are  as follows

CID = in first message from requestor may be a CID defined by the user or a special symbol requesting Provider to assign CID.    CID must include the domain assigning the id.  In subsequent messages in sequence CID is copied from previous message from Provider.

STPs =  in messages from the requestor these fields must be included.  Each field may be a unique STP or a edge-point which can provide an STP.

TF (or Connection characteristics “CC”) = requested characteristics.  The requested characteristcs may be exact or options.  [Option might be >100mb or between 2:00 and 5:00, or as much as possible]
Uatt = actual user attributes.  These are used by provider to determine what service should be provided to the requestor.

Patt= in initial request from Requestor these are blank.  In subsequent messages from requesor they are copied from the field in message from provider.

1.1.2 Fields in messages from Provider
1.1.3 Message may be delegation of resources from provider to requestor, or option response.  An option response contains possible ranges for the connection and is used when negotiating the parameters of a connection.
CID = Copies CID from Reqestor message if present or assigns CID itself.   

STPs = in delegation message these are actual STPs

 
= in option response these may be a range of possible STPs at an edge point

TF = in delegation message these are actual characteristics of the delegated connection.  


= in option response some or all characteristic attibutes may be actual or option

Uatt = copied from the previous message from requestor

Patt = actual attributes of the Provider.   [these might include things like provider name, billing location, security token – and other things to be defined]

1.2  Dealing with chains of NSAs

A provider NSA may establishes a connection by getting connection segments from 
multiple networks and concatenates them.  In this case the sequence of segments is also a connection.    This creates the situation where a connection can be described in two ways.  For example,  a connection X could be a concatenation of three other connections as below. 

[form 1]

C(x)= [CID-X, ( C(a), C(b), C(c))]       

Where each of the segments is a connection with its own id and  fields.

Alternatively it might be described as 

[form 2]

C(x) = [CID-X,  STP-A/STP-Z,  (transfer function), (T1-T2), (Uatt)*, (Patt)*]  

And the connection as described on the right side of both forms must provide identical capabilites.  The implication is that either form2  is created by combining the characteristics of the segments in form1, or the segments in form 1 are selected to satisfy the requirements of of form 2.

1.2.1 A question to be determined by this group is how a path should be described in a federated network.
The options seem to be 

1) include “hop objects” in addition to STPs at end points.  Hop objects might be options or actual.  Options might be required or suggestions (hints).

a. Hop objects in a request are always optional
i. Required option might be  “must use network A”

ii. Suggested option might be “try to use network C”
b. Hop options in delegated connection are always actual
2) Include “hop objects” and TF in messages

a. In requests both with be satisfied by provider

b. In response, both will be included in delegated connection

An issue with including multiple segments of a federated network in response to a request is whether the provider of segments want its involvement to be known.  Because of this it may be necessary to make reporting of segments up a sequence of NSAs optional.  However it does seem a good idea to allow paths beyond initial edge points to be defined in the messages.  [this needs to be affirmed]
1.2.2 Other questions

How the capabilities of segments are combined to create the capability of the whole segment is outside at least the initial scope of this document (in recommendation?).
1.3 Defining and aggregating segments in federated network

The following sub sections describe how segments are defined and aggregated in topologies where multiple segments are concatenated to create a connection.
1.3.1 Paths,  path objects, and connection objects
A  topological path in federated network differs from a connection across the network in that some characteristics of a connection are not included in a path.    
A topological path of a federated network is a sequence of networks connected at SDPs.  A topological path object is a network and the two STPs at its edge.  A topological path 
does not include information about resource reservation or allocation.

A connection includes a topological path, but includes information about resources, about provider, about time and about user.   A connection object consist of a path object and resource and trust information about the object.   A connection object is a connection that is used as a segment in a larger connection.  
[I note that the term path object at used is GMPLS-TE implies resouces.  So the use of path object  as resourceless may be confusing.  The intent is to make a distinction between topological path finding and resource finding.  If resources are always assigned in a topology used for pathfinding, as in GMPLS, this might not be necessary, but we have decided that each network/NSA determines what resources are available and must approve any request, regardless of how pathfinding is done.  For discussion] 

1.3.2 Complex NSAs do mapping

An NSA that uses segments from multiple networks must map the service description of the connection requested it to the capabilities of a sequence of segments available to it.  Some of these capabilities may be simple to map, for example bandwidth is the minimum bw of any segment in the chain.  Some may be more difficult, for example jitter among a sequence of segments is more difficult to determine even if all segments have the same jitter.

From a framework view, defining this as something that must be done in standard way (or provide a way to define “group standard” ways).  Defining standards for a particular attribute type seems to me to be up to the protocol definition wg. 
Topology, paths, and connections
A topology is a set of federated networks visible to an NSA.  The NSA uses the topology to determine which segments fro which networks it can use to satisfy a particular request.

The federated topology is a set of networks interconnected at SDPs.  The NSA can use this topology to create a topological path that satisfies a request.   It then uses the path objects in the path as input to ReserveConnection request for each to other NSAs for each segment.  Each of these segment connections is a connection object.

2 Authorizing connection segments

Each connection is authorized by a provider and delegated to a requestor.  
When a connection reservation has been made successfully, the provider NSA sends a message to the requestor saying that the connection has been reserved.  In additon it includes information about itself as the resource owner.  In the simple case the information is just the identity of the provider NSA and the CID of the connection.  In more complex cases the information might include information that can be used by the requestor to prove that he was delegated the resource earlier – think plane or theater tickets.

Each segment of a connection has a connection object is delegated to a requesting NSA by another NSA.  The parent connection delegates the whole to its requesting NSA.   

In topological path the network definition includes the NSA that can authorize connections through the network.

Networks can include other networks, so 

C(x) = [CID-X/NSA-x (C(x+1))*]

[this needs to be cleaned up – hopefully one can get the idea from this]
