Path Description  

A first cut at defining Paths across a single network and by extension to multiple networks.   This is very rough, for discussion.

The initial part of this describes the logical components of paths, while the latter part gives some rationale for why these are chosen.

1.1 Paths in a connection service

1.1.1 Connection description

A connection service message has several fields that describe aspects of the connection.  Some of this are filled in as the connection is setup.  All are in a satisfied call. 
Connection fields

CID – Connection ID

STP(a) and STP (b) – edge of connection on the network

TF – characteristics of connection (transfer function)

Sched – time connection is active

Uatt – requestor attributes

Patt – provider attributes

The NSI Connection service provides a connection reservation between two STPs. 

A provider NSA may establishes a connection by getting connection segments from multiple networks and concatenates them.  In this case the sequence of segments is also a connection.   In this case a connection X could be a concatenation of three other connections as below. 

[form 1]

C(x)= [CID-X, ( C(a), C(b), C(c))]       

Where each of the segments is a connection with its own id and  fields.

Alternatively it might be described as 

[form 2]

C(x) = [CID-X,  STP-A/STP-Z, (perf transfer function), (T1-T2), (Uatt)*, (Patt)*]  

And the values on the right side of the equations must be identical.  Either the lower is created by combining the characteristics of the segments in the upper, or the segments in the upper are selected to satisfy the requirements of the lower.

1.1.2 Paths,  path objects, and connection objects
A  path differs from a connection in that some characteristics of a connection are not included.    A topological path includes only networks connected at SDPs.  A topological path object then is a network and two STPs at the edge.  A topological path exists whether the resource is available or already used.

A connection follows a path.  A connection object consist of a path object and other information about the object.   As shown above, a connection object is a connection that is used as a segment in a larger section.  

1.1.3 Complex NSAs do mapping

An NSA that uses segments from multiple networks must map the service description of the connection requested it to the capabilities of a sequence of segments available to it.  Some of these capabilities may be simple to map, for example bandwidth is the minimum bw of any segment in the chain.  Some may be more difficult, for example jitter among a sequence of segments is more difficult to determine even if all segments have the same jitter.

This seems a difficult area for initial protocol to define a set of parameters than can be used, for example for an particular technology such as Ethernet.

2 Topology and paths

A topology is visible to an NSA.  It uses the topology to determine which segments to use to satisfy a particular request.

The topology seen by an NSA is a set of networks interconnected at SDPs.  It can use this topology to create a topological path that satisfies a request.   It then uses the path objects to to request connection for each segment.  Each of these segment connections is a connection object.

3 Authorizing connection segments

Each connection is authorized by a provider and delegated to a requestor.  Each connection object is authenticated by an NSA.  In a connection path the NSA that has authorized the connections is either included (or implied).  How this is done needs to be determined.

In topological path the network definition includes the NSA that can authorize connections through the network.

Networks can include other networks, so 

C(x) = [CID-X/NSA-x (C(x+1))*]

[this needs to be cleaned up – hopefully one can get the idea from this]
