Scenario analysis for connection requests:

This document is intended to be a discussion document for considering an appropriate set of parameters for connection requests.

A set of strawman parameters are proposed and used as the basis for a set of scenarios.

Request-id – globally unique id for the request 
Request type – reservation, instantiation, cancel, poll --
ReservationId – Globally unique reservation id

SignallingType – Signalled or on-demand instantiation
  
SrcNsa – id of therequesting NSA

DestNsa – id of the serving NSA

StartTime – reservation start time 
EndTime – reservation end time
Bandwidth – reservation bandwidth

PathRouting (StartPort, EndPort, Segments) - Path routing details

StartPort – the connection starting point port address – should be in conformance with NML schema

EndPort – the connection starting point port address – should be in conformance with NML schema

Segments – pair of ports describing a routing segment

Connection request scenarios.

This arbitrary set of scenarios has been created as a basis for analysing the way in which a connection request is propagated.

Scenario 1: request to a single NSA

[image: image4.wmf]

Scenario 2: request to 2 NSAs - chain type


[I think the implication of this is that NSA A has an RMA that can allocate Network A as well as the link a2-B1.  Perhaps this should be stated?]
A question is how does Z represent the endpoints as well as the segments.    This seems quite possible requirement.  Alternatively NSA A could receive the request for endpoints only and break the request locally.  In a GMPLS type chain it would be forward the  xegments of the path satisfied by A as well as the segments required from B.
Scenario 3: request to 2 NSAs - tree type


Who reserves the A2-B1 segment?
Scenario 3: request to 3 NSAs - chain type
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I am confused about why A is present in this pic.   Perhaps to show connectivity of NSAs? 
Scenario 4: request to 4 NSAs - hybrid type
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Figure � SEQ Figure \* ARABIC �1�: -Single network request
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Figure � SEQ Figure \* ARABIC �2�: request to 2 NSAs - chain type
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Figure � SEQ Figure \* ARABIC �3�: request to 2 NSAs - tree type
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Figure � SEQ Figure \* ARABIC �4�: request to 3 NSAs - chain type
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Figure � SEQ Figure \* ARABIC �5�: request to 4 NSAs – hybrid type








�I think this is a reservation type or perhaps request type/


�I think bandwidth is specific to type or connection and is a connection type specific parameter


�I think it would be good to indicate that this is the origintor of the request  e.g. that NSA is  Actor





