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	Issue No.
	Date
	Issue

Short name
	Issue

Description
	Comments
	Decision/status

	1. 1
	
	Path vs Connection
	Many names have been used to describe a path.  These included path, circuit, lightpath, connection, label switched paths, switched virtual circuits etc.

An appropriate name for the paths requests initiated using the NSI needs to be agreed.
	GR The term ‘connection’ rather than circuit or path is proposed to differentiate between end-to-end paths which may typically terminate on an end-system and connections which may terminate on an intermediate-system i.e. organization switch.  Also, ‘connection’ allows for multi-cast connections rather than just point-to-point.
	Connection

	2. 2
	
	Connection oriented
	Often paths or connections are classified as either connection-less or connection-oriented.  Connection oriented circuits can be considered as circuits in which all packets take the same route.  Will the NSI support request for connection-less paths?
	GR Only requests for connection oriented circuits are within the scope of the NSI. 
	Only creation of connection-oriented type circuits will be supported by NSI

	3. 3
	
	Unidirectional/bidirectional
	Typically in transmission technologies such as SDH or WDM only bidirectional connections are requested.  In contrast, typically MPLS requires separate requests for each direction of transmission (Unidirectional).  Which of these should the NSI support? 
	GR For consistency with GMPLS, bidirectional connection requests are proposed.  Unidirectional requests to support multicast may be supported later?
Unidirectional connections are described in NML
	

	4. 4
	
	Mulitpoint/ Multicast
	Will NSI support point to multipoint connections and multicast? 
	Probably – how this is to be supported is still open
	

	5. 6
	
	Abstract vs. technology specific parameters
	How are connection requests desctibed?
	GR The mandatory parts of the service/connection request should include only technology no-specific attributes such as bandwidth (b/s) and globally unique identifiers.


	

	6. 7
	
	Technology specific attributes
	How should technology specific attributes be incorporated in a NSI connection request?
	Options proposed by FD:

1) Using the GMPLS approach of only a base model, and technology dependent extensions for each technology

2) Using the NML schema to make reference to technological details of ports
3) Using the Stitching Framework approach, by not only making the parameters flexible, but also making the logic flexible (of course that requires that beforehand, all possible logic needs to be known and handled by each control plane).

GR 1: method 2 is proposed – if technology specific aspects need to be exchanged over the NSI these need to conform to NML.  If technology specific aspects have only local significance the local NSA is free to use any technology specific naming scheme they wish.

GR 2:  Will there ever be a need to exchange technology specific attributes between NSAgents?  Probably not, I suspect that it will nearly always be sufficient to exchange the globally unique id and find the tech attributes locally.
	

	7. 8
	
	NSI interface format
	Should NSI nominate a preferred interface type for NSI (e.g. web services, XML), or leave this open?  If yes, then which is preferred?
	Under consideration
	

	8. 9
	
	Layers supported by NSI
	On which layers should connections be able to be requested? 
	GR Connections should not be constrained to any particular layer – this is consistent with the abstraction requirement – Networks supporting all layers (1,2 and 3) will be free to implement an NSI interface.
GR network edge ports may be found by the path-finding function, and the local network is free to nominate any layer deemed suitable.
	

	9. 10
	
	Connection transiting multiple technology domains
	Will the NSI interface allow connections to be built across multiple technology domains?  i.e multilple domains that may be managed by a single operator.
	GR two options exist-

· Each technology domains is managed a separate NSA

· All technology domains maintained by a single operator are managed by a single NSA.

Both situations are valid – it is up to the operator to ensure that the NSA is capable of controlling/managing the resources associated with that NSA.
	

	10. 11
	
	Multiple operator  domains
	Will the NSI interface support connection building over multiple operator domains?
	GR Yes
	

	11. 12
	
	Heterogeneous networks
	Will NSI support connections to be built across multiple domains with varying technology types? E.g a circuit transiting two domains one Ethernet and another SDH.   This implies some ability to change technology specific attributes of the connection to suit the new technology.
	GR Yes, support for connections across network  of heterogeneous technologies is required.
	

	12. 13
	
	Segments
	Should NSI support requests for only ete connections or should it also allow segments to be created which could later be concatenate to create an ete connection?
	GR both segments and ete connections may be requested.
	

	13. 14
	
	User-to-network instance of NSI
	Will a ‘North-bound’ instance of the NSI be supported?  i.e. used for applications or middleware to request connections?
	GR this is supported as an instance of the ‘recursive’ NSA model proposed by TK
	

	14. 15
	
	Network-to-network instance of NSI
	Will a ‘horizontal’ instance of the NSI be supported?  i.e. used for one network operator to forward connection requests to another network operator.
	GR this is supported as an instance of the ‘recursive’ NSA model proposed by TK
	

	15. 16
	
	Naming of circuit end-points
	How will connection/segment end points be named?  
	JV Connections source and connection destination naming will follow NML recommendations.  In accordance with NML, each connection end points will have an identifier which is globally unique.

GR  This may include both a physical port component and a logical port component.
	

	16. 17
	
	Naming connections
	How should connections be named?
	JV ete connections will have a globally unique name

GR, I suggest a globally unique name for ete connections only, and any segments can be defined as pairs of ports.
	

	17. 18
	
	Naming domains
	How should NSA be named?
	GR Each NSA should have a globally unique name to allow NSA finding.
	

	18. 19
	
	Friendly end-point names
	How can human friendly names be found for connection end points?  
	GR this may be provided by an information service

GR note that 3 types of name are implied:

· Technology specific that can be used to configure data plane

· Globaly unique id that can be exchanged between NSAs

· User friendly name that has human meaning
	

	19. 20
	
	Topology sharing
	How can topology be shared between domains?
	JV An NSA should be able to share its aggregated data-plane topology with middleware and other NSAs.  Topology is shared in either a globally unique name or directly in NML format, and consists of a set of networks, network edge ports and links.
GR There needs to be an association between an NSA and its resources – this will allow the ‘NSA finding’ service to know which NSA to go to, to request a segment.  This requirement should be accommodated in the NML naming scheme?

	

	20. 21
	
	Connection definition attributes


	Which attributes can be specified when requesting a path
	JM:

Directionality [Uni] [Bi] [Multi]

Priority [Max] [Min] 

Redundancy [Max] [Min]

Reliability [Max] [Min]

Security [Type]

Reserved [N1] [N2] …[Nn]
	

	21. 22
	
	Connection performance parameters
	Which technology abstracted parameters for the specification of the connection performance should be supported?
	GR 

Throughput (NA for best effort?)

Jitter

MTU

Latency

JM:

Capacity [Max] [Min] 

Quality Attribute 1 [Max] [Min] 


	

	22. 23
	
	Advance reservation
	Is advance reservation of connections a requirement?
	GR Yes
	

	23. 24
	
	Connection end-point types
	What connection end-points are within scope? i.e what layer should end-point reach.
	JS  The following describes several types of use cases:

· Request to connect to/from a facility (eg Ethernet switch on campus)

· Request to connect to/from a host (could be either Ethernet port on switch facing host, or Ethernet port on host itself)

· Request to connect to/from an application (TCP port and/or socket)


	

	24. 25
	
	Proxy requests
	Does the request need to originate from the end-system or are proxy requests supported?
	JS The “proxy” example of a use case is the dumb device (for example a video camera) that does not even know the wire emerging from the device is attached to the network.   A user proxy agent somewhere makes a service request of the network to connect the switch port to which the camera is attached to some other end point across town. 
	

	25. 26
	
	Routing
	Does the NSI interface need to support any routing information?
	GR It is not mandatory for  a request to include routing information.  Some requests may be network aware and wish to specify some routing parameters, such as partial or fully completed routes.
	

	26. 27
	
	User feedback
	If for some reason a path request fails, should the NSI interface support feedback to the user/middleware?  How much information should be returned?
	GR – Yes, details to be determined
	

	27. 28
	
	Autonomous domains/networks
	Autonomy and local policy
	GR  Each domain holds its own reservation calendar.  The domain can accept or reject any local connection request for any reason.
	

	28. 31
	15 Oct 09
	Synchronous vs. asynchronous
	Should the client always initiate a request response message interaction? i.e will client always need to initiate a request – this is synchronous
	IM – no way of solving problem with out using asynchronous solution.

GR Preemption requires asynchronous usage.  Could make asynchronous optional.  I.e. basic message set is synchronous and extensions require asynchronous additions.


	

	29. 32
	15 Oct 09
	Reuse of standards eg RSVP
	Should NSI interface be able to implement RSVP?
	IM – new TLVs to extend RSVP by basic set of existing RSVP message set is re-used


	

	30. 33
	15 Oct 09
	How is protocol spec split?
	See doc OIF UNI-2.0 RSVP extensions as an example of how this can be done.
	IM  - should have two parts-

NSI common messaging (includes?)

NSI transport stack, for example html, xml, soap


	

	31. 33
	15 Oct 09
	Interface naming
	How to name two instances of NSI?
	Suggestion: NSI/A (agent) and NSI/N (network)

Is there a difference? Perhaps these should not be highlighted –common messaging on both, but not ‘agent finding’


	

	32. 34
	15 Oct 09
	Path-finding naming
	Path-finding is a poor name for NSA path finding What would be a better name?
	‘Agent finding’ service could be better.
	

	33. 35
	15 Oct 09
	Topology exchange naming
	Topology exchange is a poor name for NSA topology exchange. What would be a better name?
	‘NSA topology exchange’
	

	34. 35
	15 Oct 09
	Data plane naming
	Data plane vs. transport plane?
	
	

	35. 36
	15 Oct 09
	OGF27 session1

Can link and network concepts be merged into a single concept?
	IM asked if the concept of ‘transport resource link’ is sufficiently different to a 2 port network to require its own definition.  
	Inder thinks that these are sufficiently similar to not require a separate link concept.
	

	36. 37
	15 Oct 09
	Forwarding ports definition?
	Definition is agreed – just needs clear definition.

Martin S. suggested example similar names eg forwarding port = logical port
	Forwarding ports are defined as the ‘logical ports’ within a physical port
	

	37. 38
	15 Oct 09
	Access port definition
	What is the definition of an ‘Access port’
	Port at the end-point of an ete connection
	

	38. 39
	15 Oct 09
	Routing areas definition
	Networks can be aggregated into routing areas.  
	These are areas which have full reachability.  If end address is outside of routing area, the area will have a forwarding table to appropriate routing area.
	

	39. 40
	15 Oct 09
	Service plane topology
	Terms – 

requestor agent

NS Agent

Local resource

Recursive resource


	Terms need to be reviewed and agreed
	

	40. 41
	15 Oct 09
	Network resource – better definition
	Suggest:

network service resources

Network service provider

Network resource service

Service resource network

Network provider

Network service
	
	

	41. 42
	15 Oct 09
	Requestor agent -

Better definition
	TK suggests that we identify sub parts of NSA as: 
 -NSA client 

NSA server
	
	

	42. 43
	15 Oct 09
	Transport terminology
	Are definitions and names ok for:

Network (same as sub-network in ITU-T G.800)

Link

Port (networks connect here)

Access ports (users connect)

Segment (may be recursively concatenated)

Forwarding port (logical port in port)

Segment concatenation

Network connection (between access ports)

Topology

Routing area
	Some definition issues:

Should link be replaced with 2 port network?

Port – currently belongs to network only – should this be assigned to ends of a links?

JV – these form the basis of a set of requirements for NML-WG to formalize.


	

	43. 44
	15 Oct 09
	Definition of segment/connection/path not clear
	Segments may be concatenated to form longer segments

JH - do we need to have a separate name for an instantiated path.


	MS suggests that the connection is an instantiated version of a path
	

	44. 45
	15 Oct 09
	Routing area naming
	Is this the best naming – overloaded?
	GR – ‘routing area’ is loaded with too many IP connotations.
	

	45. 46
	15 Oct 09
	Topology collection
	How does the NSA collect the aggregated data plane topology?
	The details of how topology sharing is done and PCE are out of scope of this NSI standard. 

GR - How this is done is out of scope of NSI, but must support:

Each domain must be able to advertise local connectivity.  This should include information on which networks are at far-end of link.

A service must exist which accept these local connectivity advertising.  Also, this service must be able to respond to a NSA request for network connectivity.

JV –NS service finding is out of scope of NSI – but this service must exist.
	

	46. 47
	15 Oct 09
	Naming for ‘NS Agent finding’
	What name should be used for ‘NS Agent finding’
	GR – I don’t like this name.  It implies that the service tells only how to reach a particular NSA.  Actually the information is more detailed.  Service should answer the question – which NSA to I go to be able to forward my transport plane connection?  I.e this is the functionality required to support the ‘Recursive resource’.
	

	47. 48
	15 Oct 09
	Path
	JV – this is a routing concept and is not a connection.  So a ‘path’ is returned by the PCE.
	GR if ‘path’ is chosen to mean a set of routing ports, this needs to be clearly written down – to 
	

	48. 49
	15 Oct 09
	Required services
	GR Two distinct service are required – 
‘path computation service’

‘agent forwarding service’
	
	

	49. 50
	15 Oct 09
	Exclusion of resources
	Should allow connection request be allowed to explicitly  exclude specific resources?
	GR - yes
	

	50. 50
	
	
	
	
	

	51. 50
	
	
	
	
	


