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Charter

Focus/Purpose

This RG will assemble a community of standards developers and researchers to examine how future grid computing systems based on emerging Web Services and Grid standards can achieve levels of robustness and performance required for critical enterprise applications. 

Two considerations will merit special attention by the RG. First, the scale of grid computing systems is expected to grow dramatically as grid technology transitions to industrial use. Second, operational grid systems are likely to be subjected to volatile and uncertain conditions that potentially endanger or severely degrade their effectiveness in everyday use. 

The RG will investigate how web-service and grid standards currently being developed can enable large-scale grids to detect and overcome failures so that these systems will provide a level of robustness needed for industrial and scientific purposes.  This RG will develop a program of work to address this question and produce a set of deliverables described below.

Scope

The RG will address reliability and robustness
 issues in industrial and scientific grid systems developed on the basis of Web Services and Grid Specifications of the GGF and related standards organizations. The scope will encompass reliability and robustness issues that can be directly (or indirectly) related to behaviors required, or permitted, by Web Services and Grid Standard specifications. The RG will investigate mechanisms for enhancing grid system reliability and robustness and explore the relationship of these mechanisms to, and interactions with, grid specifications being developed within GGF and other organizations. These mechanisms include, but are not limited to, Grid FTP, Grid monitoring services, Grid replication services, checkpointing and recovery services, autonomic computing services impacting grid system reliability, as well as mechanisms for maintaining consistent system and component states though time. 

The RG will develop recommendations for improving specifications to enhance reliability and robustness of deployed systems and guidelines for how standards-based grid systems should be deployed to achieve high reliability. The RG will also encourage and support research for developing test methods and metrics for evaluating grid systems reliability and robustness. This includes evaluating the ability of grid systems to detect, and respond to, various kinds of failures, such as failures of individual components, links, as well as entire subnetworks. This also includes techniques (languages, terminology, tools) for risk assessment and evaluation of grid reliability relevant for industrial use. 
The RG would foster definition of minimum performance levels or thresholds for grid system reliability and robustness. The impact of scalability on reliability and robustness may be of particular interest. For instance, it will be important to understand if an increase in the size of grid system (both in terms of numbers of nodes and work load) might lead to unexpected behaviors that are undesirable, and possibly chaotic. Other issues of valid concern include, but are not limited to, evaluation of the stability of service interface versions (for grid and web service) that may differ across a network, whose interactions may result in unpredicted instability.

Goals

1. To organize forums and workshops for researchers, application developers, and others to present results of their research into reliability and robustness of grid systems and to exchange information. The RG may provide information, through web pages, mailing lists, white papers, best practices documents, and other publications, on critical reliability issues as they relate to: 

· Standard specifications of the GGF and those of related organizations, including standards committees focusing on web-services used in grid systems. 

· Grid services and software tools.

· Real-world Grid usage.  

2. Promote and facilitate: 

· Collaborations between researchers in grid systems reliability and robustness. 

· Access to test beds and simulation models that investigate reliability issues. 

· Development of testing products, metrics, and evaluation activities.
3. Represent the general experiences and findings on grid systems reliability of application developers using Grid technologies to other GGF working groups: 

Deliverables and Milestones

1. A workshop to be held at a future GGF that reports results of research on reliability and robustness in grid systems. The workshop, whose specific content is yet to be determined, may also identify reliability and robustness issues within specifications being produced by GGF and related organizations, and collect requirements and case studies. See appendix below containing draft call for participation.

Timeframe: The workshop will be held at GGF16 or interim GGF meeting (to be determined).

2. GGF Information documents will be produced that identify and discuss: reliability and robustness issues related to grid specifications, related requirements for grid systems, best practices for promoting reliability and robustness in grid systems, and relevant case studies. The content of the document may be partly determined by the workshop. Specifically, the goal of the RG is to produce 
· A document describing best practices in the field. The document could contain a survey of current practices and a review of relevant terminology.

Timeframe: This document is expected by the end of the first year following the workshop described above (estimated to coincide with GGF18).

· A final report summarizing impacts of reliability and robustness issues on GGF specifications and those of related organizations, as appropriate.  This document will include identification of impacts within GGF standards (which specifications are impacted and what changes might be made), reliability requirements as they relate to grid standards, case studies, and possibly empirical studies on reliability in grid systems (including statistical studies). 

Timeframe: This document is expected by the end of the second year following the workshop described above (estimated to coincide with GGF20).

Definitions Used in the Charter

Reliability (system)
1. “An attribute of any system that consistently produces the same results, preferably meeting or exceeding its specifications. Free On-line Dictionary of Computing”, http://foldoc.doc.ic.ac.uk/foldoc

2. “In engineering in general, reliability is the capacity of a component or a system of such components to perform as designed”, Wikepedia, http://en.wikipedia.org/wiki
Robustness
1. “... an ability to recover gracefully from the whole range of exceptional inputs and situations in a given environment”, Free On-line Dictionary of Computing 

2. “In terms of computer software, refers to the resilience of the system when under stress - for example, when running a large number of processes, or when starved of memory or storage space, or when confronted with an application that has bugs or is behaving in an illegal fashion….”|, Wikepedia
Management Issues

Evidence of commitments to carry out WG tasks

Note: We are still seeking a co-chair and secretary. If anyone is willing to volunteer, please let me know.

Pre-existing Document(s) (if any)

1. A list of related standard specifications and other relevant documents is provided below.

Common Object Request Broker Architecture: Core Specification (Version 3.0.3), The Object Management Group (OMG), Inc., March 2004.

The Open Grid Services Architecture, Version 1.0, Global Grid Forum, http://forge.gridforum.org/projects/ogsa-wg, July, 2004.

Open Grid Services Architecture Use Cases, Global Grid Forum, http://forge.gridforum.org/projects/ogsa-wg, October, 2004.
Web Services Coordination (WS-Coordination), http://www6.software.ibm.com/software/developer/library/ws-coordination.pdf, September, 2003.
Web Services Reliable Messaging TC. WS-Reliability 1.1. Reference: OASIS Committee Draft. Version 1.086. August, 2004.

Web Services Reliable Messaging Protocol (WS-ReliableMessaging), http://www6.software.ibm.com/software/developer/library/ws-reliablemessaging200403.pdf, March 2004.
Web Services Transaction (WS-Transaction), http://www6.software.ibm.com/software/developer/library/ws-transpec.pdf, August 2002

Network Measurements Request Schema: Informal Requirements Document, Global Grid Forum, https://forge.gridforum.org/projects/nm-wg, March 2004. 

A Grid Monitoring Architecture, Global Grid Forum, http://www-didc.lbl.gov/GGF-PERF/GMA-WG/,  March 2002.

2. A list of references is provided for informative purposes in an attached document.

Exit Strategy

The RG should conclude after two years operation (by GGF21), with the completion of documents listed in deliverable #2. 

APPENDIX: DRAFT WORKSHOP CALL

Global Grid Forum (GGF) Workshop On

Grid Reliability and Robustness in Grid Computing Systems

At GGF16, Athens, Greece
February 13-16, 2006

Call for Participation
Grid computing systems based on emerging Web Services and Grid standards will need to achieve levels of reliability and robustness necessary to support for critical enterprise applications in industry and science. Three considerations are of special concern. First, the scale of grid computing systems is expected to grow dramatically as grid technology transitions to industrial use. Second, as operational grids scale, there is the possibility that unexpected interactions will occur among components that result in unpredicted emergent and possibly chaotic behaviors.   Finally, grids are likely to be subjected to volatile and uncertain conditions brought about by accidental outages and external attack. These three factors can potentially endanger or severely degrade the effectiveness of operational grids in everyday use. 

This workshop will seek to bring together researchers and engineers whose organizations are actively addressing these concerns so that we may share our experiences and inform each other of our respective research programs. Of particular interest will be how web-service and grid standards currently being developed can enable large-scale grids to detect and overcome failures so that these systems will provide a level of reliability and robustness needed for industrial and scientific purposes.  

We are requesting interested parties to participate in this meeting and provide informal presentations of up to 20 minutes on work being done within their organizations on these and related issues. The presentations are intended to be informative and allow meeting participants to learn of the work being done in this field. Presentations will be chosen on the basis of available time and the extent to which their content overlaps with the charter of the GGF Research Group on Reliability and Robustness (available at www.ggf.org). Special topics of interest:

· Terminology of reliability, dependability, and robustness for grid systems. 

· Strategies used by grid manufacturers (software vendors, service providers, etc.) and service consumers for improving reliability (such as checkpointing, work-around techniques, and recovery methods). 

· User experiences (in business and academic communities) with grid reliability.

· Grid monitoring (of failure and system performance).

Subsequent discussions will serve as input to the program of work for the research group and assist GGF in developing recommendations for how Web Services and Grid Standards can be progressed to ensure reliable grid applications.

Prospective presenters are requested to submit a one-page abstract describing the topic of their presentations by January 10, 2006. A program committee will be formed to review submissions, with notice of acceptance by January 20, 2006. Presenters agree that copies of their presentations will be put on GGF website.

Important Dates:

Deadline for submission of abstract: January 10, 2006

Notification of Acceptance: January 20, 2006

Workshop will be held February 13-16, 2006 at GGF16 in Athens, Greece.


Evaluation Criteria (from GFD-C.3)

When considering the formation of this group, the Steering Group will wish to ensure that every WG has clear and focused objectives, and has demonstrated support from the community. The Steering Group will consider the following seven issues (taken from GGF document GFD-C.3).

Is the scope of the proposed group sufficiently focused?

Is the group attempting to produce everything from beginning to end (a survey of the state-of-the-art, plus use cases, plus a requirements analysis, plus recommendations documents) or is it focused on only one or two of these areas?  Is there more than one type of standard being proposed (Architecture/framework vs. information model (schema) vs. API vs. Protocol)? Is the topic area too specific or too broad (for example, overlap with other GGF WGs may indicate “too broad”)?  Are the milestones reasonably achievable in the proposed timeframe (1-2 years for a WG)?

Are the topics that the group plans to address clear and relevant for the Grid research, development, industrial, implementation, and/or application user community?

Diligence in answering this question often requires discussions with relevant leaders of other GGF working groups.

Will the formation of the group foster (consensus–based) work that would not be done otherwise? 

Does the group foster standards or practices that are greater than the work done by any single group (taking advantage of GGF to come together on neutral ground)?   How many distinct groups, institutions, and regions of the world are participating in this effort? (GGF activities typically have membership drawn from more than a single research group, institution or project).

Do the group’s activities overlap inappropriately with those of another GGF group or to a group active in another organization such as IETF or W3C? 

What is the nature and extent of any overlap?  The proposed group may still be formed, or the GFSG may recommend that the work be done within the existing GGF (or external) group.

Are there sufficient interest and expertise in the group’s topic, with at least several people willing to expend the effort that is likely to produce significant results over time? 

How much experience do the participants collectively have in the proposed area of work? 

How committed are the participating individuals?  An attendance list or an email subscriber list is a very weak indication of commitment; a list of people who have attended multiple teleconferences is somewhat better; a list of individuals who have committed to specific tasks, or who have made non-trivial time commitments, is much better.  Additional evidence could include statements from organizations stating that they will dedicate resources (people) to participate in the group, and statements from participants expressing their personal, compelling need for the output of the group.

Does a base of interested consumers (e.g., application developers, Grid system implementers, industry partners, end-users) appear to exist for the planned work? 

How broadly applicable will the output of the WG output be?  Does the WG have true clients of its work?  Such interest can be measured by the interest of industry partners, grid deployment projects, and other groups committed to implement the recommendations or adopt the results.

The success of a working group requires “buy-in” from a broad set of constituents who will use the output of the group.  It is useful to indicate what is the target set of consumers in the community.  While not necessarily a requirement for approval, it is essential that the organizers comment on the relationship of the work, and the level of interest, from large segments of the Grid community such as major software projects, architecture activities, etc.

Does the GGF have a reasonable role to play in the determination of the technology? 

What other organizations are working in similar areas?  Is the GGF the right place for this work?  Is it clear how the proposed WG will coordinate with related efforts?

� Definitions for the terms reliability and robustness are provided below. For purposes of defining the scope of the RG, the term reliability includes the following: grid system dependability, meeting requirements for real-time processing by grid systems, safety of grid systems, and as appropriate, closely related security issues. Robustness is a system property that helps to promote reliability; as a practical matter, reliable systems must also be robust.
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